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[System Requirements]

VPN service supports the following terminal environments

O0s
Windows Vista SP2
Windows 7 SP1
Windows 8 / Windows 8.1
Windows 10
Apple Mac 0S X 10.7.x / Apple Mac 0S X 10.8.x
Apple Mac 0S X 10.9.x / Apple Mac 0S X 10.10.x
Apple Mac 0S X 10.11.x
Linux 3with enabled Kernel support for PPP interfaces and libc version 2 or later,
Android 4.0 / 5.0 3They are only available on the BIG-TP Edge Client

i0S 6.0 / 7.0 / 8.0 /9 0  ¥They are only available on the BIG-TP Edge Client

OBrowsers
Windows 0S
- Microsoft Internet Explorer 7.0 / 8.0 / 9.0 / 10.0 / 11.0
— Mozilla FireFox 34

Mac OS
- Apple Safari 6.0 / 7.0 / 8.0 /9.0
— Mozilla FireFox 34

This is a user manual for accessing VPN under the following terminal environments

Windows 7 SPI with IE 9.0 ot P 2
Windows 7 SPI with BIG-IP Edge Client ~  * * ** ** P 13
Windows 8.1 with IE 1.0 — toseoeee P 23
Windows 8.1 with BIG-IP Edge Client ~  * * =+ P 34
Windows 10 with IE 1.0  toseoeee P 44
Windows 10 with BIG-IP Edge Client ~  * * = P 55
Mac 0SX 10. 11 with Safari 9.0 st P 66
Mac 0OSX 10. 11 with BIG-IP Edge Client = = * = ** P 76
Utilize the multiple certification by Mac 0SX = ° * * *° P 88

% This manual must be run by users with administrative authority

% WindowsOS recommends the EdgeClient. MacOS recommends the Browser Connection.
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[Windows 7 (Internet Explorer 9 )]

*#Make sure to import the client certificate before making access

®Network Access Manual ¢
1. Prior setting

Open Internet Options.

Go to [Start]—>[Control Panel]->[Network and Internet Connections]—>
[Internet Options].

1. 1. Security level

Select the Security tab and adjust the security level to medium—high or lower.

The VPN service cannot be used at high.
*There are exceptions if you are customizing the level of security.
¢ *| Internet Propertie [

| Privacy | Content I Connections I Programs | nd\ranoed|

Select a zone to view or change security settings.

@ / ©

Internet  [Local intranet  Trusted sites  Restricted
sites
Internet I

Sit
9 Thig zone is for Internet websites, ==

except those listed in trusted and |
restricted zones,

Security level tor this zone
Allowed levels for this zone: Medium to High
Medium-high
- Appropriate for most websites
[ - Prompts before downloading potentially unsafe
content
- Unsigned ActiveX controls will not be downloaded

Enable Protected Mode (requires restarting Internet Explorer)

Custom level... Default level

Reset all zones to default level

[ Ok ] [ Cancel Apply

| ==
L
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e

1. 2. Pop—up Block

Select the Privacy tab and uncheck ’Turn on Pop—up Blocker‘.

Otherwise click on and add the following address.

https://v1.riken.jp/

[ General | security || Privacy || content | Connections | Programs | Advanced

Settings

g | Select a setting for the Internet zone.

Medium

- Blocks third-party cookies that do not have a compact
privacy policy l
- Blocks third-party cookies that save information that can
=) be used to contact you without your explicit consent |
- Restricts first-party cookies that save information that
‘ can be used to contact you without your implicit consent

[ stes ][ 1mport | [ Advanced || Defaui
Pop-up Blocker
@’ Preven; most pop-up windows from
appearing.
Turn on Pop-up Blocker
InPrivate

. ' )} [ Do not collect data for use by InPrivate Filtering
— Disable toolbars and extensions when InPrivate Browsing
starts

°P'UPBfOCker5ettmgs

Exceptions

Pop-ups are cumently blocked. You can allow pop-ups from specffic
@' websites by adding the site to the list below.

Address of website to allow:

vl.riken.jp | Add |

——toTedstesT

Remove

Notffications and blocking level:
[V] Play a sound when a pop-up is blocked.
Show Notification bar when a pop-up is blocked.

Blocking level:

[Medium: Block most automatic pop-ups N ]

Leam more about Pop-up Blocker
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X If there are add-ons in Internet Explorer that control pop-ups, make sure to

disable it and permit VPN.

2. Access to the VPN Service.

You may be prompted to confirm access depending on your UAC (User Account Control)

settings. Click .

Access the following URL with Internet Explorer.
https://vl. riken. jp

2.1.Client certificate confirmation

When the following prompt is displayed, confirm the certificate you have
pre—installed and click [@.

If the following prompt is displayed twice, click both times.

"Windows Security
Confirm Certificate

Confirm this certificate by clicking OK. If this is not the correct certificate,
click Cancel.

BT o R ]
B
SRR

Issuer: allriken.riken.jp

H B e e e
Valid From: Sessiessnessae s

iClick here to view certificate prope...:

I OK I Cancel

| ==
L
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e

2. 2. Connect the Network Access

Click Riken_(connection destination)| in the home screen

Welcome to F5 Networks ® Logout

Network Access

N T e e e T e e e 2
Lol e 0 S e o e
' Rikenzuressnasny

This product is licensed from F5 Networks. © 1999-2014 F5 Networks. All rights reserved.

2.3.Client Component Installation (xOn first connection only)

An installation window will open with a pop—up that reads This website wants to

install the following add-on...Click on the information bar and click on

A new browser component is required

Please click on the Information Bar if it is displayed, and choose Install ActiveX control.
if your browser security settings prevent the installation, please select an option below.

Install the new browser component and continue

Continue, but do not install the new browser component

This website wants to install the following add-on:
'InstallerContrel.cab’ from 'F5 Networks'.

Install | v

What's the risk?

=
R
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I i
A security warning will appear. Click [Install]
Internet écpforer Add-on Th’sféiier -""':Sécur:i'fy War'r;ing (=34
Do you want to install this software?
‘:l 1 MName: InstallerControl.cab
Publisher: F5 Networks

@ More options |[ Install ] [ Don't Install ]
|§ While files from the Internet can be useful, this file type can potentially harm

. your computer. Only install software from publishers you trust. What's the risk?

A security warning will appear. Click .

Internet Explorer Security ==
A website wants to open web content using this
program on your computer
This program will open outside of Protected mode. Internet Explorer's
Protected mode helps protect your computer. If you do not trust this
website, do not open this program.

Name: InstallerHelper Module
Publisher:  F5 Networks
[7] Do not show me the warning for this program again
&) Dewe Alow ] | Ronitalow |

=
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2. 4. Connection
A security warning will appear. Click .

web content using this
puter

This program will open outside of Protected mode. Internet Explorer's

Protected mode helps protect your computer. If you do not trust this

website, do not open this program.

n Name: F5 Networks Network Access Helper
Publisher:  F5 Networks

[} Do not show me the warning for this program again

I Allow Il Don't allow I

Once the connection has been made, the following window will appear with the message

Connected.

£5
[ ot

Traffic Type Sent Compression Received Compression
Network Access
- Network Tunnel 13.94 KB 0% 3.26 KB 0%
- Optimized Applications 0B 0% 0B 0%
Total 13.94 KB 0% 3.26 KB 0%

+ Show details

=
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3. Disconnecting VPN Service

3. 1.Disconnecting Network Access

Click Piscomnect]
f5

(_ Connected Ii Disconnect I
Traffic Type Sent Compression Received Compression
Network Access

- Network Tunnel 13.94 KB 0% 3.26 KB 0%
- Optimized Applications oB 0% 0B 0%
Total 13.94 KB 0% 3.26 KB 0%

+ Show details

3. 2. Logout
Click in the upper right hand corner of the home screen.

Welcome to F5 Networks ® Logout

Network Access

: R
- Riken teesseees
—ee

This product is licensed from FS Networks. © 1533-2014 F5 Networks. All rights reserved.
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@®Removing Client Components4€p

4, Removing Client Components

4. 1.Download the application to remove the components
Download (fbwininfo. exe) from the following URL:
https://teldevice. my. salesforce. com/sfc/p/10000000a2Q8/a/10000000D6z1/ v. W7 jIP_J9XH
9rulDgHhGKkO9BODFXC1D1HgTv jUS14

4. 2.Deleting the client component

Right-click on the file you downloaded in 4.1 and click tRun as administrator|

The BIG-IP Edge Components Troubleshooting will open.

{&) BIG-1P Edge Components Troubleshooting f=lFE
Eile View Tools Help
E G| @] ! |
~ | Item Value
= Base Controls ProductName: Windows Vista (TM) Ultimate
Superiost Version: 6.0
ot ShortName: WinvI
InstallerControl
InspectionHost . Bl 000
& Network Access = | Type: Multiprocessor Free
L VPN primary UI ... 0Ox11
- SuperHost HotFixes: {1C8DFA71-4079-4F02-B8BB-47B12C1A565F}; {1EFE0SD3-6C77-4E6D-876F-76CB30D2056CY
- Host InternetExpl... 7.0.6000.16386
Terminal || | InternetExpl... 76000
InstallerControl IE HOTFIXES: 0
= Application Tunnels Free disk sp... 163252449280 bytes

AnnelSecer User Name: Administrator
InstallerControl
- Protected Workspace
SuperHost
- Host
Terminal
=& ]Terminal Clients
¢ Microsoft RDP Client

Go to Tools and click [Remove Components| in the menu bar.

1 BIG-IP Edge Components Troubleshooting [
File View [Tools| Help
= | @ | [j Enable logs
w View logs... value
& BaSSZ;: Remove Components... 3 \é‘\fli)ndo'.-.vs Vista (TM) Ultimate
- Host Network Access Diagnostic... Wi
InstallerCentrol
InspectionHost 5 Bk 6000
&- Network Access 1= | Type: Multiprocessor Free
VPN primary UIl... Ox11
SuperHost HotFixes: {1C8DFA71-4079-4F02-B8BB-47B12C1A565F); {1EFEQSD3-6C77-4E6D-876F-76CB30D2
- Host InternetExpl... 7.0.6000.16386
Terminal | | | InternetExpl... 76000
InstallerCentrol IE HOTFIXES: 0
& Application Tunnels Free disk sp... 163252449280 bytes
TunnelServer User Name: Administrator
InstallerControl
- Protected Workspace
SuperHost
Host
SR

=
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Uncheck Generate report before removing and click .
This will remove the components.

i& BIG-IP Edge Client Components Removal =

N
\I Do you reslly want to remowve all components?

[/ Delete user settings

{& Remove components |

Removine:

Cancel

The following warning may be shown. Click .

)

Windows Installer A

Are you sure you want to uninstall this product?

Yes No

If the following warning is displayed, click and Restart the system.
Then, do again from [4.2.] .

FS Components Troubleshooting [

a Control is locked. Please, try to remove components after
L restart the system!

= 1

After uninstalling, close the BIG-IP Edge Components Troubleshooting.

| ==
L
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4. 3.Deleting dial-up connections

Open Network Connections.

Go to [Start] —> [Control Panel] —> [Network and Internet] —>

[Network and Sharing Center] and click‘Change adapter settingsL

Select (connection destination)_Common_riken_portal_ap_na_res - Go to vl(or

v2).riken. jp instead of dialing directly and delete it.

@’QOIE“ » Control Panel » Network and Internet » Network Connections »

QOrganize v

Name

Status

vl‘,l' Se

[a)

Device Name

| _Commen_Riken_pertal_ap_na_res - Go to vi.riken.jp instead of dialing directly

Disconnected

F5 Netwerks VPN Adapter (20)

H AP Network Access

Dicconnected
—

E5 Networks VPN Adapter

B Bluetooth Netwerk Connection
§ Local Area Connection

wifl] Wireless Network Cennection
willl Wireless Network Connection 2
willl Wireless Network Connection 3

| ==

Mot connected
MNetwork 2

Not connected
Mot connected

Mot connected

Bluetooth Device (Personal Area...
Intel(R) Ethernet Connection21... N
Intel{R) Dual Band W\

Microsoft Virtual WiFi Miniport ...

eless-N7...

Microsoft Virtual WiFi Miniport...

RRILIOHFOY 5T AR E4 11
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4.4.Deleting network adaptor driver

Open Device Manager.

Go to [Start] > [Control Panel] —> [Hardware and Sound] and click Device Manager].

Click on and select Show hidden devices in the menu bar.
Delete F5 Networks VPN Adapter shown under Network adaptors.

¢The driver may not exist. In that case, you may skip this procedure.

=4 Device Manager

File Action [View] Help
@

&= | Devices by type

b 8 Blue Devices by connecticn
b 7% Com Resources by type
b g Disk Resources by connection
1> Bl Disp,
b 5 Hu v | Show hidden devices
b -G IDE 2

= Customize...

D Keyl

Mice and other pointing devices

a| Monitors

Network adapters

I;" Bluetooth Device (Personal Area Network)
I h Device (RECOMIM Protocol TDI)

F5 Networks VPN Adapter |

Intel(R) Dual Band Wireless-N 7260

..&¥ Intel(R} Ethernet Connection 1218-LM

Microsoft ISATAP Adapter

Microsoft ISATAP Adapter =2

Microsoft ISATAP Adapter =3

¥ Microsoft ISATAP Adapter =4

Microsoft ISATAP Adapter =5

-mF Microsoft ISATAP Adapter =6

-®¥ Microsoft Virtual WiFi Miniport Adapter

¥ Microsoft Virtual WiFi Miniport Adapter =2

¥ WAN Miniport (IKEv2)

¥ WAN Miniport (IP}

¥ WAN Mininort (TPwi)

m

Displays legacy devices and devices that are no longer installed.

Cenfirm Device Uninstall

Ik F5 Networks VPN Adapter
1 )

Waming: You are about to uninstall this device from your system.

Delete the driver software for this device.

OK ]l[ Cancsl

4.5.Restart the system

Delete the file (fbwininfo.exe) and restart the system.

| ==
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Windows 7 SP1 with BIG-IP Edge Client
T

[Windows 7 (BIG-IP Edge Client) ]

*#Make sure to import the client certificate before making access.

®Network Access Manual ¢

1. Download BIG-IP Edge Client Installer
Download (BIGIPEdgeClient.exe) from the following URL:
https://teldevice. my. salesforce. com/sfc/p/10000000a208/a,/10000000D9kS/RgEgwAym80Yu
b_zRP3iyupK4MjFK. ZtwQ76 B0 [0FZA

2. Install BIG-IP Edge Client

You may be prompted to confirm access depending on your UAC (User Account Control)

settings. Click .

2. 1. Right—click on the LBIG—IPEdgeClient. exel and click Run as administrator|

1

(CXE]

The setup wizard will appear, click .

%) BIG-IP Edge Client Setup P— [

@ Welcome to the BIG-IP Edge
Client Setup Wizard

The Setup Wizard will install BIG-IP Edge Client on your
computer. Click Next to continue or Cancel to exit the Setup
Wizard.

| == N
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Windows 7 SP1 with BIG-IP Edge Client
T

Start the installation by clicking .

14 BIG-IP Edge Client Setup P— [

Ready to Install i
The Setup Wizard is ready to begin the installation @

Click Install to begin the installation. If you want to review or change any of your
installation settings, dick Back. Click Cancel to exit the wizard.

Cancel

Click Finish|

18) BIG-IP Edge Client Setup D——" [

Completing the BIG-IP Edge
Client Setup Wizard

Click the Finish button to exit the Setup Wizard.

B FIL OO TR S

===z

RRILIOHFOY 5T AR E4 14




B RRILOHOY T/ 2RSSR
Windows 7 SP1 with BIG-IP Edge Client BE==E

T
m ===

3. Access to VPN Services
3.1.Start the BIG-IP Edge Client

Start the BIG-IP Edge Client by clicking [Start] —> [BIG-IP Edge Client]
™) BIG-IP Edge Client™ o] @ [

Inbound Traffic

f5 Disconnected Obfs

Server: v
Outbound Traffic

0b/s

Cennection

(@ Connect

Close a connection and disconnect.

Change Server Show Graph ] [ View Details

3.2.Designation of the connection destination server (¢ On first connection only)
Start up the BIG-IP Edge Client, the following popup will appear.
Enter https://vl.riken. jp/ in the blank and click .

Select server:
https://vl. riken. ip/ v X

3. 3. Connect to VPN (When you use BIG-IP Edge Client before)
Make sure that the server address is https://vl.riken. jp, click .

®) BIG-IP Edge Client™ =)

Inbound Traffic

fs Disconnected e

Server: https .rikne.jp
MR el Outbound Traffic

2.4Kb/s

Connection

Close a connection and disconnect.

Change Server Show Graph ] [ View Details

=
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3.4.Select the Certificate
When the following prompt is displayed, confirm the certificate you have

pre—installed and click @

If the following prompt is displayed twice, click @ both times.

=)

indows Secorty’ ES

Confirm Certificate

Confirm this certificate by clicking OK. If this is not the correct certificate,
click Cancel.

e
ol el e o el el 2 DL o e e o ol e o o e
oot e e S e e

Issuer: allriken.riken.jp

- o e 0 o o e e
Valid From: b R
B

iClick here to view certificate prope...:

0K Cancel

3. 5. Confirm VPN Connection

When is displayed, you connected VPN Services.

0 b/s
Outbound Traffic
2.1 Kb/s

f Connected Inbound Traffic

Server: https://vpnl.riken.jp/
Session duration: 00:00:40

Connection

[} Connect (O] Disconnect

Establish a connection and automatically reconnect if your connection is dropped. Use the
‘Disconnect’ button to close your connection and disconnect.

Change Server Show Graph ] [ View Details

=
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4. Disconnect VPN Services

4. 1. Disconnect VPN Services

Click Piscomnect]

®) BIG-IP Edge Client™

0b/s
Outbound Traffic
2.1Kb/s

f Connected Inbound Traffic

Server: https://vpnl.riken.jp/
Session duration: 00:00:40

Connection

Establish a connection and automatically reconnect if your connection is dropped. Use the
‘Disconnect’ button to close your connection and disconnect.

Change Server Show Graph ] [ View Details ]

4. 2. Confirm Disconnection

Check is displayed.

® BIG-IP Edge Client™ o & |

Inbound Traffic

f5 Disconnected obys

Server: nups://vpnL.riken.jp/ A

2.4Kb/s

Connection

Close a connection and disconnect.

Change Server Show Graph ] [ View Details

=
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@®Removing Client Components4€
5. Removing Client Components
5. 1. Download the application to remove the components
Download (fbwininfo. exe) from the following URL:
https://teldevice. my. salesforce. com/sfc/p/10000000a2Q8/a/10000000D6z1/ v. W7 jIP_J9XH

9rulDgHhGkO9BODFXC1D1HgTv jUS14

5.2.Deleting the client component

Right-click on the file you downloaded in 5.1 and click Pun as administrator|

The BIG-IP Edge Components Troubleshooting will open.

{&3 BIG-IP Edge Components Troubleshooting =5
Eile ¥iew Tools Help

EH|& (@] !
[ -EEE

~ | Item Value
- Base Controls ProductName: Windows Vista (TM) Ultimate
Supertiost Version: 6.0
gslost ShortName: WinvI
i InstallerControl 3
InspectionHost . Aoile; 6000
& Network Access =l | Type: Multiprocesscr Free
L VPN primary UI l... 0Ox11
: SuperHost HotFixes: {1C8DFA71-4079-4F02-BSBB-47B12C1AS565F); {1EFEQSD3-6C77-4E6D-876F-76CB30D2056CY
- Host InternetExpl... 7.0.6000.16386
Terminal InternetExpl... 76000
... InstallerControl | 1E HOTFIXES: 0
= Application Tunnels Free disk sp... 163252449280 bytes
t=TunnelServer User Name: Administrator
i InstallerControl
i~ Protected Workspace
SuperHost
- Host
-Terminal
=-&]Terminal Clients
‘(D Microsoft RDP Client

=
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Go to and click ‘Remove Components| in the menu bar.

e
File view [Tools] Help
3| @] Enable logs
; View logs... Value
- Base COI_Bemove Componente... . Windows Vista (TM) Ultimate
~Supe 5.0
Host Network Access Diagnostic... Wi
- InstallerControl -
InspectionHost 3 Suld: c0
£ Network Access = | Type: Multiprocesser Free
VPN primary UI l... 0Ox11
SuperHost HotFixes: {1C8DFA71-4078-4F02-BSBB-47B12C1A565F); {1EFEQSD3-6C77-4E6D-876F-76CB30D2
- Host InternetExpl... 7.0.6000.16386
Terminal InternetExpl... 76000
- InstallerCentrol I IE HOTFIXES: O©
- Application Tunnels Free disk sp... 163252446280 bytes
TunnelServer User Name: Administrator
InstallerCentrol
Protected Workspace
-- SuperHost
Host

Uncheck Generate report before removing and click .

This will remove the components.

i BIG-IP Edge Client Com

A

ponents Removal ==

/' N
(ol Do you reslly want to remowe all components?
A y
= [V]Delete user settings

| |Generate report before remo

[l yes | [ No ]

{&) Remove components S

Removing:

GCancel

=
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The following warning may be shown. Click .

- —,

s Tt =]

Are you sure you want to uninstall this product?

Yes ]l [ No ]

If the following warning is displayed, click and Restart the system.
Then, do again from [5.2. |

F5 Components Troubleshooting [

a Control is locked. Please, try to remove components after
L restart the system!

OK

After uninstalling, close the BIG-IP Edge Components Troubleshooting.

| ==
L
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5.3.Deleting dial-up connections

Open Network Connections.

Go to [Start] —> [Control Panel] —> [Network and Internet] —>

[Network and Sharing Center] and click‘Change adapter settingsL

Select (connection destination)_Common_riken_portal_ap_na_res - Go to vl(or

v2).riken. jp instead of dialing directly and delete it.

@’Qvl@‘ » Control Panel » Network and Internet » MNetwork Connections »

Qrganize v

Name

Status

fo o=
2|
=~ [l @

Device Name

Disconnected

F5 Netwerks VPN Adapter (20)

|1@_Commcn_Riken_pt;rta|_ap_na_res - Go to vl.riken.jp instead of dialing directly

O
,9 Bluetooth Netwerk Connection
E Local Area Connection

wifll Wireless Network Cennection
afil] Wireless Network Cennection 2
wfil] Wireless Network Cennection 3

ST
Mot connected
Network 2

Not connected
Mot connected

Mot connected

=
IR
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Bluetooth Device (Personal Area...
Intel(R) Ethernet Connection I21.,

Intel{R) Dual Band Wireless-N 7...

Microsoft Virtual

Microsoft Virtual W
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5.4.Deleting network adaptor driver

Open Device Manager.

Go to [Start] > [Control Panel] —> [Hardware and Sound] and click Device Manager].
Click on and select Show hidden devices in the menu bar.
Delete F5 Networks VPN Adapter shown under Network adaptors.

¢The driver may not exist. In that case, you may skip this procedure.

= Device Manager = (o)
File Action [View] Help
e = | | © Devices by type
b 8 Blue Devices by connecticn =
b7 Com Rescurces by type
b g Disk Resources by connection
p B, Dispy
b 5 Hu v | Show hidden devices
b &g IDE :
2 Lf Customize...
I = Keyl

[ ..ﬂ Mice and other pointing devices
;> - B Monitors

m

Network adapters
I;" Bluetooth Device (Personal Area Network)
' Bl h Device (RECOMIM Protocol TDI)
F5 Networks VPN Adapter |
Intel(R) Dual Band Wireless-N 7260
Intel(R} Ethernet Connection [2183-LM
vvvvv ¥ Microsoft ISATAP Adapter
,l} Microsoft ISATAP Adapter =2
¥ Microsoft ISATAP Adapter 23
-8 Microsoft ISATAP Adapter %4
..... ¥ Microsoft ISATAP Adapter =5
L;F Microsoft ISATAP Adapter =6
-®¥ Microsoft Virtual WiFi Miniport Adapter
¥ Microsoft Virtual WiFi Miniport Adapter =2
¥ WAN Miniport (IKEv2)
¥ WAN Miniport (IP}
¥ WAN Mininort (TPwi)
Displays legacy devices and devices that are no longer installed.

(i:. - = 5 E: ) A 3 ..‘-;"
Confirm Device Uninstall

Ik F5 Networks VPN Adapter
1 )

Waming: You are about to uninstall this device from your system.

Delete the driver software for this device.

OK ]l[ Cancsl

5.5.Restart the system

Delete the file (fbwininfo.exe) and restart the system.
| === &
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[Windows 8.1 (Internet Explorer 11)]

*#Make sure to import the client certificate before accessing VPN.

®Network Access Manual ¢

1. Prior setting
Open Internet Options.

Go to [Windowskey+x] —> [Control Panel] —> [Network and Internet]

and click|Internet OptionsL

1. 1. Security level

Select the Security tab and adjust the level to medium~high or lower.
The VPN service cannot be used at high.

*There are exceptions if you are customizing the level of security.

Internet Options ?

General Security | Privacy ] Content \ Connections | Programs 1 Advanced

Select a zone to view or change security settings.

@ & v &

Internet Local intranet Trusted sites Rest ¥
4 >
Internet

This zone is for Internet websites,

except those listed in trusted and
restricted zones.

Sites

Security level for this zone
Allowed levels for this zone: Medium to High
Medium-high
- Appropriate for most websites

- Prompts before downloading potentially unsafe
content

- Unsigned ActiveX controls will not be downloaded

Enable Protected Mode (requires restarting Internet Explorer)

Custom level... Default level

Reset all zones to default level

[ cancel | seml

| ==
Lk
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T
m ===

1. 2. Pop—up block

Select the Privacy tab and uncheck‘Turn on Pop—up BlockerL

Otherwise click on and add the following address.

https://vl. riken. jp/
Internet Options ?

~%'(V;eneral !Secunt\ | Privacy »Contventv '['Connecﬁons l .ﬁrograms I Advanced'-r

Settings
Select a setting for the Internet zone.
Medium

- Blocks third-party cookies that do not have a compact
privacy policy

- Blocks third-party cookies that save information that can
be used to contact you without your explicit consent

- Restricts first-party cookies that save information that
can be used to contact you without your implicit consent

iriﬁsiirzes 1 iirlmport ‘ ;7Advanoed ‘ Default

Location

Never allow websites to request your [ Clear i
0 physical location | Clear Sites

Pop-up Blocker

Turn on Pop-up Blocker ; Sétﬁngs
—IrPrivate

Disable toolbars and extensions when InPrivate Browsing starts

r st

Pop-up Blocker Settings

Exceptions

Pop-ups are currently blocked. You can sllow pop-ups from specific
websites by adding the site to the list below.

Address of website to sllow:

vi.riken.jp I [ Add
Allowed sites:
Remowe
| Remowe sll... |

Motifications and blocking lewvel:

¥ Play a sound when 3 pop-up is blocked.

|| Show Notification bar when a pop-up is blocked.
Blocking level:

:Medium: Block most automatic pop-ups v ]

Learn more about Pop-up Blocker " Close ]
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X If there are add-ons in Internet Explorer that control pop-ups, make sure to

disable it and permit VPN.

2. Access to the VPN Service

You may be prompted to confirm access depending on your UAC (User Account Control)

settings. Click .

Access the following URL with Internet Explorer.
https://vl. riken. jp/

2.1.Selection of client certificate

When the following prompt is displayed, confirm the certificate you have

pre—installed and click [@.

If the following prompt is displayed twice, click both times.

Windows Security

Confirm Certificate
Confirm this certificate by clicking OK. If this is not the correct certificate,
click Cancel.

E
e e e e o e o, o e,
Pttt e

Issuer: allriken.riken.jp
= B e, e e
DS ol o o o e o e el el e L S T S e e e
Valid From: i i i

iClick here to view certificate ;

{properhiesGUNTINENTTN

=
IR
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e

2. 2. Connect the Network Access

Click Riken_(connection destination)| in the home screen.

Welcome to F5 Networks

Network Access

e

Riken [Baratase
(=] I e

i L L e e L

This product is licensed from F5 Networks. © 1595-2014 F5 Networks. All rights reserved.

2.3.Client Components Installation (*On first connection only)
An installation window will open with a pop-up that reads This website wants to

install the following add-on...Click on the information bar and click on

e Network and Application Access - Internet Explorer =i

EI https://vpn1.riken,jp/vdesk/resource_all_info.eui?resourcename=/Common/Riken_portal_ap_na_res&resourcetyp ﬁ‘

J A new browser component is required
\
i
|

Please click on the Information Bar if it is displayed, and choose Install ActiveX control.
If your browser security settings prevent the installation, please select an option below.

Install the new browser component and continue

Continue, but do not install the new browser component

This website wants to install the following add-on: *

InstallerControl.cab’ from ‘F5 Networks',
What's the risk?

=
R
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e

A security warning will appear. Click [Installl

Internet Explorer Add-on Installer - Security Warning

Do you want to install this software? i

@ Name: InstallerControl.cab
Publisher: F5 Networks

sj More options l Install I I Don't Install

3 While files from the Internet can be useful, this file type can potentially harm
your computer. Only install software from publishers you trust. What's the risk?

2. 4. Connection
A security warning will appear. Click on .

Internet Explorer Security !

1ts to open web content using this 1
| your computer

This program will open outside of Protected mode. Internet Explorer's
Protected mode helps protect your computer. If you do not trust this
website, do not open this program.

Name: F5 Networks Network Access Helper
Publisher:  F5 Networks

["]Do not show me the warning for this program again

I[ Allow II Don't allow

Once the connection has been made, the following window will appear with the message

Connected.

2 Network and Application Access - Internet Explorer =i =
5

h 2.riken.j ource_all_info.eui?resourcename=/Common/Riken_other_ap_na_res&res

. Connected
Session duration: 00:03:17
Traffic Type Sent Compressit Received Compressit
Network Access
- Network Tunnel 6.78 KB 0% 508 B 0%
- Optimized Applications 0B 0% 0B 0%
Total 6.78 KB 0% 508B 0%
+ Show details

=
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e

3. Disconnecting VPN Service

3. 1.Disconnect Network Access

Click Pisconnect]

= Network and Application Access - Internet Explorer =i <

B https://vpn2.riken,jp/vdesk/resource_all_info.euilresourcename=/Common/Riken_other_ap_na_res&resourcetyp: ﬂ

‘ () Connected
[oscomes |
‘ Session dUration: 00:03-
Traffic Type Sent Compression Received Compression
1 Network Access
[ - Network Tunnel 6.78 KB 0% 508 B 0%
( - Optimized Applications 0B 0% 0B 0%
| Total 6.78 KB 0% 508 B 0%

+ Show details

3. 2. Logout
Click in the upper right hand corner of the home screen.

Welcome to F5 Networks l(D Logout l

Network Access

,,,,, -
Riken Soa ey

en_ L

AAAAA o

This product is licensed from F5 Networks. © 1595-2014 F5 Networks. All rights reserved.

=
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@®Removing Client Components4€

4. Removing Client Components

4. 1.Download the application to remove the components
Download (fbwininfo. exe) from the following URL:
https://teldevice. my. salesforce. com/sfc/p/10000000a2Q8/a/10000000D621/ v. W7 jIP_
J9XH9ruIDgHhGKO9BODFXC1D1HgTv jUS14

4.2.Deleting the client component

Right-click on the file you downloaded in 4.1 and click Pun as administratorL

The F5 BIG-IP Edge Components Troubleshooting will open.

& BIG-IP Edge Components Troubleshooting - B
File View Tools Help

E e @ !
- Microsoft RDP Client ~ | File Build Version
- VNC Client

-~ 5250 Terminal

- Citrix Client

- Endpoint Security

- Protected Workspace

- Win32 Inspector

- OPSWAT Integration Libraries V3
- Machine Certificate Checker

- Cache Cleaner

- InspectionHost

- Windows Group Policy

- Component Installer

(=- Windows Logon Integration

Creation Date Size

mstscax.dll 6,3,9600,17415  05/09/2015 0... 6213¢
mstscax.dll 6,3,9600,17415  05/09/2015 0.. 6213€

L7 N PG (g

Ready

| ==
Lk
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Go to Tools and click‘Remove Components| in the menu bar.

& BIG-IP Edge Components Troubleshooting = =l

File View | Tools | Help
2| & | [ Enable logs

~-OM View logs... Build Version Creation Date  Size
""‘5’;“\ e 63,9600,17415  05/09/2015 0... 62136
R ‘ 6,3,9600,17415  05/09/2015 0... 6213€
- Citrix Network Access Diagnostic...

- Endpoint vy
- Protected Workspace

- Win32 Inspector

- OPSWAT Integration Libraries V3
- Machine Certificate Checker

- Cache Cleaner

- InspectionHost

- Windows Group Policy

- Component Installer

[=I- Windows Logon Integration

Y o Sy 5 P

v |£ >

Remove all F5 components from the system.

Uncheck Generate report before removing and click .
(& BIG-IP Edge Client Components Removal

@l Do you really want to remowe all components?
4 Delete user settings
D.‘-.e nerate report before removing

Yes [ No

Y

Remove components

Removing: Host

Cancel

The following warning may be shown. Click .

Windows Installer

Are you sure you want to uninstall this product?
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If the following warning is displayed, click and Restart the system.
Then, do again from [4.2.] .

FS Components Troubleshooting . &J

|
Control is locked. Please, try to remove components after |
;_]A restart the system!

—

After uninstalling, close the BIG-IP Edge Components Troubleshooting.

| ==
L
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4. 3.Deleting dial-up Connections
Open Network Connections.
Go to [Windowkey+x]—>[Control Panel] and click
[Network and Internet]—->[Network and Sharing Center].

Click khange adapter settings bf the left panel.

Select the connection (connection destination)—Go to vl (or v2).riken. jp instead of

dialing directly and delete it

i Network Connections = =)
Ll JE' v Control Panel » MNetwork and Internet » MNetwork Connections v & Search Network Connections 0@
Organize » = M @
MName Status Device Name Connect
1
|u_;,-_./ _Common_Riken_portal_ap_na_res - Go to vl.riken.jp instead of dialing directly Disconnected F3 Networks VPN Adapter (9) I
= TTot Connecte N el L I P e b P r
glﬂ] Wi-Fi Mot connected Intel(R) Dual Band Wireless-M 7...
;IZ A=t FytJ—4 2 Intel(R) Ethernet Connection 121... Mo Inten
Fe >
4items H=| =

=
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4.4.Deleting network adaptor driver

Open Device Manager.

Go to [Windowskey+x]—>[Control Panel]->[Hardware and Sound] and click

Manager,

Click on and select Show hidden devices in the menu bar.
Delete F5 Networks VPN Adapter shown under Network adaptors.

*The driver may not exist. In that case, you may skip this procedure.

- o

= Device Manager
File Action[ View | Help
& | 5| m Devices by type
> & Disp Devices by connection
b &5 Hun Resources by type
> g IDE Resources by connection
o B MEI)I{LI Show hidden devices
> B8 Mor Customize...
4 B N

¥ Bluetooth /{42 (RFCOMM ZORIJL TDI)

= U7 FyhI-%)
L¥ F5 Networks VPN Adapter #41
; ntel ual Band Wireless- 60

I;ﬁ Intel(R) Ethernet Connection 1218-LM
=" Microsoft ISATAP Adapter

¥ Microsoft ISATAP Adapter #2

=' Microsoft ISATAP Adapter #3

- Microsoft ISATAP Adapter #4

&¥ Microsoft Wi-Fi Direct Virtual Adapter
& Microsoft i—FJL 7/ W4 Ry hI—) 7575~
' RAS JEEEATSTH—

+* Teredo Tunneling Pseudo-Interface
& WAN SR (IKEv2)

2 WAN ZR—b (P)

¥ WAN Z=7R—h (IPv6)

& WAN Z=R—b (L2TP)

&¥ WAN SR~ (PPPOE)

A% WAN T—7# —k (DDTDY

Displays legacy devices and devices that are no longer installed.

Confirm Device Uninstall

‘ i F5 MNetworks WPN Adapter #41
- N

Warning: You are about to uninstall this device from your system.

Delete the driver software for this device.

[ ok | caeel

4.5.Restart the system

Delete the file (fbwininfo.exe), and restart the system.

| ==

RRILIOHFOY 5T AR E4

33




= RRIVOHOY T 2RS4t
Windows 8.1 with BIG-IP Edge Client B

T

[Windows 8 (BIG-IP Edge Client) ]

*Make sure to import the client certificate before accessing VPN.

®Network Access Manual ¢

1. Download BIG-IP Edge Client Installer
Download (BIGIPEdgeClient.exe) from the following URL:
https://teldevice. my. salesforce. com/sfc/p/10000000a208/a/10000000D9kS/RgEgwAym80Yu
b_zRP3iyupK4MjFK. ZtwQ76 B0 [0FZA

2. Install BIG-IP Edge Client

You may be prompted to confirm access depending on your UAC (User Account Control)

settings. Click .

2. 1. Right—click on the LBIG—IPEdgeClient. exel and click Run as administrator|

ﬁﬂ!
183

BIGTEEIGEG]ENG

2%

The setup wizard will appear, click .

) BIG-IP Edge Client Setup E

@ Welcome to the BIG-IP Edge
Client Setup Wizard

The Setup Wizard will install BIG-IP Edge Client on your
computer. Click Next to continue or Cancel to exit the Setup
Wizard,

Cancel
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Start the installation by clicking [Install|
# BIG-IP Edge Client Setup | x |

Ready to Install
The Setup Wizard is ready to begin the installation

Click Install to begin the installation. If you want to review or change any of your
installation settings, dlick Back. Click Cancel to exit the wizard.

< Back Cancel

Click Finish|

e BIG-IP Edge Client Setup E

Completing the BIG-IP Edge
Client Setup Wizard

Click the Finish button to exit the Setup Wizard.

| 5= N
LA
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3. Access to VPN Services
3.1.Start the BIG-IP Edge Client
Start the BIG-IP Edge Client by clicking [Start]->[BIG-IP Edge Client]

L) BIG-IP Edge Client™ =EeE

nbound Traffic

f Disconnected Sy
S
5 Server:

Outbound Traffic
0b/s

Connection

Close a connection and disconnect.

i Change Server | Show Graph \i View Details

3.2.Designation of the connection destination server (¢ On first connection only)
Start up the BIG-IP Edge Client, the following popup will appear.
Enter https://vl.riken. jp/ in the blank and click .

) BIG-IP Edge Client™
Select server:
I https://vl.riken. jp/ V| X

N =

3. 3. Connect to VPN (When you use BIG-IP Edge Client before)
Make sure that the server address is https://vl.riken. jp/ , click .
) BIG-IP Edge Client™ SHEE

nbound Traffic

Disconnected i
fs Server: https://vl.riken. ip

Outbound Traffic
Ob/s

Connection

Close a connection and disconnect.

| Change Server |

| showGraph || ViewDetails |

=
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e

3.4.Select the Certificate

When the following prompt is displayed,

confirm the certificate you have
pre—installed and click [ﬂ.

If the following prompt is displayed twice, click [ﬂ both times

Windows Security

Confirm Certificate

Confirm this certificate by clicking OK. If this is not the correct certificate,
click Cancel.

SRR

Issuer: allriken.riken.jp

Valid From: FE i ipiassgg
L6 X

iClick here to view certificate |
iproperties

OK Cancerrr ‘

3. 5. Confirm VPN Connection

When is displayed, you connected VPN Services.
® BIG-IP Edge Client™ - o

Connected HboGnd Teafhie

g : s ? 0b/s
ST nwpag s vpnafiken.jp

5 : et Outbound Traffic
Session duration: 00:00:35 0b/s

Connection

© Disconnect

Establish a connection and automatically reconnect if your connection is dropped. Use the
'Disconnect’ button to close your connection and disconnect.

\' Change Server \ | Show Graph H View Details |

=
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4. Disconnect VPN Services

4. 1. Disconnect VPN Services

Click Piscomnect]

® BIG-IP Edge Client™ -0

nbound Traffic
fs Connected e

Server: https://vpnl.riken.jp b et
utbou irainc

Session duration: 00:00:35 0b/s

Connection

Establish a connection and automatically reconnect if your connection is dropped. Use the
'Disconnect’ button to close your connection and disconnect.

\' Change Server ‘ Show Graph \' View Details ‘

4. 2. Confirm Disconnection

Check is displayed.

® BIG-IP Edge Client™ -0

Ob/s
Outbound Traffic
Ob/s

fs Disconnected nbound Traffic

derver: NUps://VPNnLnken.jp

Connection

Close a connection and disconnect.

\' Change Server ‘ Show Graph \' View Details ‘

=
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@®Removing Client Components4€

5. Removing Client Components

5. 1. Download the application to remove the components

Download (fbwininfo. exe) from the following URL:

https://teldevice. my. salesforce. com/sfc/p/10000000a2Q8/a/10000000D621/ v. W7 jIP_

J9XHIrulIDgHhGKO9BODFXC1D1HgTv jUS14

5.2.Deleting the client component

Right-click on the file you downloaded in 5.1 and click Pun as administratorL

The F5 BIG-IP Edge Components Troubleshooting will open.

®

BIG-IP Edge Components Troubleshooting - A

File View Tools Help
B e m !
() Microsoft RDP Client
- VNC Client
-~ 5250 Terminal
- Citrix Client

- Endpoint Security

- Protected Workspace

-~ Win32 Inspector

- OPSWAT Integration Libraries V3
- Machine Certificate Checker

- Cache Cleaner

- InspectionHost

- Windows Group Policy

- Component Installer
(=- Windows Logon Integration

S e e AT B

Ready

File Build Version Creation Date Size
mstscax.dll 6,3,9600,17415  05/09/2015 0... 6213¢
mstscax.dll 6,3,9600,17415  05/09/2015 0.. 6213€
< >

| ==
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Go to Tools and click‘Remove Components| in the menu bar.

® BIG-IP Edge Components Troubleshooting = E

File View | Tools | Help
=l ‘ ] | [ Enable logs

~-OM View logs.. Build Version Creation Date  Size
‘5’?“ e 6,3,9600,17415  05/09/2015 0. 62136
N — = : 6,3,9600,17415  05/09/2015 0... 62136
- Citrix Network Access Diagnostic...

=)~ Endpoint ny
- Protected Workspace

-~ Win32 Inspector

- OPSWAT Integration Libraries V3
- Machine Certificate Checker

- Cache Cleaner

- InspectionHost

- Windows Group Policy

. Component Installer

[=- Windows Logon Integration

S e e AT B

v |L£ >

Remove all F5 components from the system.

Uncheck Generate report before removing and click .
(& BIG-IP Edge Client Components Removal

@l Do you really want to remowe all components?
4 Delete user settings
D Generate report before removing

Y

Remove components

Removing: Host

Cancel

=
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The following warning may be shown. Click

Windows Installer

Are you sure you want to uninstall this product?

If the following warning is displayed, click and Restart the system.

Then, do again from [5.2. |

F5 Components Troubleshooting

. Control is locked. Please, try to remove components after
L’ restart the system!

After uninstalling, close the BIG-IP Edge Components Troubleshooting.

| ==
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5.3.Deleting dial-up Connections

Open Network Connections.

Go to [Windowkey+x]—>[Control Panel] and click

[Network and Internet]—->[Network and Sharing Center].

Click khange adapter settings bf the left panel.

Select the connection (connection destination)—Go to v1(or

dialing directly , APM Network Access and delete it

) Network Connections

T E’ v Control Panel » Network and Internet » Metwork Connections

w

v2). riken. jp instead of

- o N

& Search Metwork Connections @

Organize » = - [@ @
MName Status Device Name Connect
I
@ _Common_Riken_portal_ap_na_res - Go to vl.riken.jp instead of dialing directly Disconnected F3 Networks VPN Adapter (9) I

ol Wi-Fi
U 14—k

£

4 items

| ==

Mot connected
Mot connected

FybI-7 2

RRILIOHFOY 5T AR E4

Pluetooth 7 A A - J7 0 L.
Intel(R) Dual Band Wireless-M 7...
Intel(R) Ethernet Connection 121...  No Inten
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5.4.Deleting network adaptor driver

Open Device Manager.

Go to [Windowskey+x]—>[Control Panel]->[Hardware and Sound] and

click IDevice Manager‘.

Click on and select Show hidden devices in the menu-bar. Delete F5 Networks

VPN Adapter shown under Network adaptors.

*The driver may not exist. In that case, you may skip this procedure.

- o IEM

= Device Manager
1
File Action | View| Help

== I | ® | Devices by type
> & Disp Devices by connection
> &5 Hunl Resources by type
> &g IDE Resources by connection
> & Keyl
b B Micd ¥ | Show hidden devices |
> I8 Mon Customize...
4 BN

& Bluetooth 7/ ({2 (RFCOMM JORJL TDI)

¥ Bluetooth 7){{2 J{—YHL TU7 RyhTI—%)
v* Intel(R) Dual Band Wireless-N 7260

2 Intel(R) Ethernet Connection 1218-LM

=" Microsoft ISATAP Adapter

¥ Microsoft ISATAP Adapter #2

=" Microsoft ISATAP Adapter #3

=" Microsoft ISATAP Adapter #4

&¥ Microsoft Wi-Fi Direct Virtual Adapter

¥ Microsoft i—FJL 7/wH xybhI—H 7HT45—

© RAS FEEIEATS TS

+* Teredo Tunneling Pseudo-Interface

¥ WAN Z=7R— b (IKEv2)

¥ WAN Z=R—h(IP)

¥ WAN Z=7R—h (1Pv6)

¥ WAN SRk (L2TP)

&¥ WAN ZZ7R—h (PPPOE)

a¥ WAN T—# —k /DDTDY

»

Displays legacy devices and devices that are no longer installed.

Confirm Device Uninstall

‘ » F5 MNetworks WPN Adapter #41
.‘ *

Warning: You are about to uninstall this device from your system.

Delate the driver software for this device.

5. 5. Restart the system

Delete the file (fbwininfo.exe), and restart the system.

=
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[Windows 10 (Internet Explorer 11)]

*#Make sure to import the client certificate before accessing VPN.

®Network Access Manual ¢
1. Prior setting

Open Internet Options.

Go to [Windowskey+x] —> [Control Panel] —> [Network and Internet]

and click|Internet OptionsL

1. 1. Security level

Select the Security tab and adjust the level to medium~high or lower.
The VPN service cannot be used at high.

*There are exceptions if you are customizing the level of security.

€ Internet Properties ? X

General Security Privacy Content Connections Programs —Advanced

Select a zone to view or change security settings.

@| ¢ v v

Local intranet Trusted sites Rest v
L4 >
Internet
. . 5 Sites
This zone is for Internet websites,
except those listed in trusted and

restricted zones.

Security level for this zone
Allowed levels for this zone: Medium to High
Medium-high
- Appropriate for most websites

- Prompts before downloading potentially unsafe
content

- Unsigned ActiveX controls will not be downloaded

Enable Protected Mode (requires restarting Internet Explorer)

Custom level... Default level

Reset all zones to default level

Cancel Apply

=
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1. 2. Pop—up block

Select the Privacy tab and uncheck [Turn on Pop—up BlockerL

Otherwise click on and add the following address.

https://vl. riken. jp/

&2 Internet Praperties ? >
General Security Conbent Connections  Programs  Advanced
Settings

savaneed

Location

Mever allow websites to reguest your Clear Sites
(| physical location

Pop-up Blocker

[1 Turn on Pop-up Blocker Settings

ImPrirate

Disable toolbars and extensions when InPrivate Browsing starts

oK Cancel Apply

Pop-up Blocker Settings x
Exzeption s

websites by adding the site to the list below.

. u:
|v1 riken ip Add

@ Pop-ups are currently blocked. vou can allow pop—ups from spe cific
I

Allowed sites:
R micne
Remone all...
Motifications and blocking level:
Plzy a zound when & pop-up is blocked.

] Show Motification bar when 2 pop-up is blocked.

Elocking lewvel:

Medium: Elock most automatic pop-ups v

Lesarn maore about Pop-up Blocker

X If there are add-ons in Internet Explorer that control pop-ups, make sure to

disable it and permit VPN.

| ==
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2. Access to the VPN Service

You may be prompted to confirm access depending on your UAC (User Account Control)
settings. Click .

Access the following URL with Internet Explorer.

https://vl. riken. jp/

2.1.Selection of client certificate
When the following prompt is displayed, confirm the certificate you have

pre—installed and click [@.

If the following prompt is displayed twice, click both times.

Windows Security x

Confirm Certificate

Confirm this certificate by clicking OK. If this is not the correct certificate,
click Cancel,

Issuer: allriken.riken,jp

Valid From:

Click here to view certificate

properties

| QK | Cancel

=
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2. 2. Connect the Network Access

Click Riken_(connection destination)| in the home screen.

Welcome to FS Networks

Network Access

i Riken

This product is licensed from F5 Networks. ©® 1999-2014 F5 Networks. All rights reserved.

2.3.Client Components Installation (*On first connection only)

An installation window will open with a pop-up that reads This website wants to
install the following add-on...Click on the information bar and click on [Install

I ————————

A new browser component is required

Please click on the Information Bar if it is displayed, and choose Install ActiveX control.
If your browser security settings prevent the installation, please select an option below.

Install the new browser component and continue

Continue, but do not install the new browser component

This website wants to install the following add-on: ‘InstallerContral.cab’ from 'F5 Networks',
What's the risk?

=
R
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A security warning will appear. Click [Installl

Internet Explorer Add-on Installer - Security Warning X

Do you want to install this software?

MName: InstallerControl.cab

Publisher: F5 Networks

¥ | More options Install Don't Install

|'ﬂh While files from the Internet can be useful, this file type can potentially harm
- your computer. Only install software from publishers you trust, What's the risk?

2. 4. Connection

A security warning will appear. Click on .

Internet Explorer Security

>

A website wants to open web content using this
program on your computer

This program will open outside of Protected mode. Internet Explorer's
Protected mode helps protect your computer. If you do not trust this
website, do not open this program.

Mame: F5 Networks Network Access Helper
Publisher: F5 Networks

[[JDe not show me the warning for this program again

| Allow | Don't allow I

Connected.

5

Session duration: 00:00:27

Traffic Type Sent Compression Received Compression
Network Access
- Network Tunnel 10.70KB 0% 2.28 KB 0%
- Optimized Applications 0B 0% 0B 0%
Total 10.70 KB 0% 2.28 KB 0%

+ Show details

=
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3. Disconnecting VPN Service

3. 1.Disconnect Network Access

Click Pisconnect]

I ——————————

) Connected
Session duration: 00:01:
Traffic Type Sent Compression Received Compression
Network Access
- Network Tunnel 13.30KB 0% 3.36KB 0%
- Optimized Applications 0B 0% 0B 0%
Total 13.30 KB 0% 3.36 KB 0%

+ Show details

3. 2. Logout
Click in the upper right hand corner of the home screen.

Welcome to £5 Networks  |© Logout

Network Access

A
Riken HTEETE T
_+++++++++++++
S

=

e

S

K

This product ts icensed from £5 Networks. © 1999.2014 F5 Networks. AN rights reserved.
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@®Removing Client Components4€

4. Removing Client Components

4. 1.Download the application to remove the components
Download (fbwininfo.exe) from the following URL:
https://teldevice. my. salesforce. com/sfc/p/10000000a2Q8/a/10000000D621/ v. W7 jIP_
J9XH9ruIDgHhGKO9BODFXC1D1HgTv jUS14

4.2.Deleting the client component

Right—-click on the file you downloaded in 4.1 and click Run as administrator.

The F5 BIG-IP Edge Components Troubleshooting will open.

ia BIG-IP Edge Components Troubleshooting - a *
File View Teols Help

B @ m!

¥ Host ~ | File Version Creation Date Size Signature Scope Clasz ID Path
O"jm'_'e’c””tm' unchost.dll 7103,2015,811...  10/25/2015 0. 1052816 F5 Networks machine {EDFF21FA-BB.. C:\Windows\Downl...
2 --_ﬁglj;'cat"“'; Tunnels FSElHelperdll  7103,2015,811... 10/25/2015 0. 162320 FSMetworks  machine {SDABGO06-C...  C\Windows\Downl...
A funneRenver FSEHelper.exe  7103,2015811.. 10/25/2015 0.. 393744 F3Networks  machine {BT30EDE3-F3..  C:\Windows\Downl...

() nstallerControl
Protected Warkspace unchostres.dll 7103,2015,811...  10/25/2015 0. 71304 F3 Networks CAWindows\Downl...

-{_)SuperHost
{)Host
=)-B_|Terminal Clients
() Microsoft RDP Client
- WNC Client
- 5250 Terminal
. Citrixx Client
= j& Endpoint Security
- Protected Workspace
-y Win32 Inspector
b OPSWAT Integration Libraries
- Machine Certificate Checker
Cache Cleaner
- InspectionHost
- Windows Group Policy
-- Component Installer
=] -E_‘lWindows Logon Integration

Ready
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Go to Tools and click Remove Components| in the menu bar.

(& BIG-IP Edge Components Traubleshaoting — m} X
File View Tools Help
Enable logs
View logs... Version Creation Date  Size Signature Scope Class ID Path
7103,2015,811..  10/25/2015 0... 1032816 F5 Networks machine {EOFF21FA-BS... CAWindows\Downl..,
rdlil  7103,2015,811... 10/25/2015 0... 162320  F5 Metworks machine {3DABBO0G-C...  ChAWindows\Downl...
Metweork Access Diagnostic.. rexe  7103,2015811.. 10/25/2015 0.. 393744  FSMNetworks  machine {B739EDE3-F3...  CAWindows\Downl...
urxhostres.dll 7103,2015,811...  10/25/2015 0. 71304 F5 Metworks CAWindows\Downl...
Protected Workspace
() SuperHost
O Host

—-B.|Terminal Clients

() Microsoft RDP Client

- WNC Client

-~ 3250 Terminal

- Citrix Client

=-£1s Endpoint Security

- Protected Workspace
----&Win}?_ Inspector

£ OPSWAT Integration Libraries
- Machine Certificate Checker
- Cache Cleaner

- InspectionHost

- Windows Group Pelicy
-- Component Installer
[=-E_| Windows Logon Integration

v

Remove all F5 components from the system.

Uncheck Generate report before removing and click .

-i,i* BIG-IP Edge Client Components Remaowval X

P

Lo you really want o remowe all components?

- i Celete uzar settings
[]Eenerate repart before removing
fas Mo
iﬁ" Remowve components b4

Removing: InstallerContral

Cancel

The following warning may be shown. Click .

Windows Installer

Are you sure you want to uninstall this product?
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If the following warning is displayed, click and Restart the system.

Then, do again from [4.2.] .

F5 Components Troubleshooting

-

(S

£%% restart the system!

jé. Control is locked. Please, try to remove components after
i

After uninstalling, close the BIG-IP Edge Components Troubleshooting.

| ==
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4. 3.Deleting dial-up Connections
Open Network Connections.
Go to [Windowkey+x]—>[Control Panel] and click
[Network and Internet]—->[Network and Sharing Center].

Click khange adapter settings bf the left panel.

Select the connection (connection destination)—-Go to v1(or v2). riken. jp instead of

dialing directly , APM Nerwork Access and delete it

& Network Connections - ul X
4 E' » Control Panel » Metwork and Internet » Metwork Connections » v @ Search Network Connections pel
Organize » A | 0
Name " Status Device Name
u;l _Commaon_Riken_Wako_ted_na - Go to v1.riken,jp instead of dialing directly Disconnected F3 Networks VPN Adapter

F3 Metworks VPN Adapter

H,;JAPM Network Access Disconnected

Blugtooth Ry R -k 2 Mot connected Bluetooth Device (Personal Area...
0 o-nL oUriss FykI-4 4 Intel(R) Ethernet Connection 121...

ol LA 2D Disabled

Intel(R) Dual Band Wireless-N 7...

=
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4.4.Deleting network adaptor driver

Open Device Manager.

Go to [Windowskey+x]—>[Control Panel]->[Hardware and Sound] and click

Manager|

Click on and select Show hidden devices in the menu bar.
Delete F5 Networks VPN Adapter shown under Network adaptors.

*The driver may not exist. In that case, you may skip this procedure.

- o

= Device Manager
File Action[ View | Help
& | 5| m Devices by type
> & Disp Devices by connection
b &5 Hun Resources by type
> g IDE Resources by connection
o B MEI)I{LI Show hidden devices
> B8 Mor Customize...
4 B N

¥ Bluetooth /{42 (RFCOMM ZORIJL TDI)

= U7 FyhI-%)
L¥ F5 Networks VPN Adapter #41
; ntel ual Band Wireless- 60

I;ﬁ Intel(R) Ethernet Connection 1218-LM
=" Microsoft ISATAP Adapter

¥ Microsoft ISATAP Adapter #2

=' Microsoft ISATAP Adapter #3

=" Microsoft ISATAP Adapter #4

&¥ Microsoft Wi-Fi Direct Virtual Adapter
& Microsoft i—FJL 7/ W4 Ry hI—) 7575~
' RAS JEEEATSTH—

+* Teredo Tunneling Pseudo-Interface
& WAN SR (IKEv2)

2 WAN ZR—b (P)

¥ WAN Z=7R—h (IPv6)

& WAN Z=R—b (L2TP)

&¥ WAN SR~ (PPPOE)

A% WAN T—7# —k (DDTDY

Displays legacy devices and devices that are no longer installed.

Confirm Device Uninstall

‘ M F5 Networks WPN Adapter #41
A‘ &

Warning: You are about to uninstall this device from your system.

Delete the driver software for this device.
oo

4.5.Restart the system

Delete the file (fbwininfo.exe), and restart the system.

| ==
L
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[Windows 10 (BIG-IP Edge Client) ]

*#Make sure to import the client certificate before accessing VPN.

®Network Access Manual ¢

1. Download BIG-IP Edge Client Installer
Download (BIGIPEdgeClient.exe) from the following URL:
https://teldevice. my. salesforce. com/sfc/p/10000000a208/a/10000000D9kS/RgEgwAym80Yu
b_zRP3iyupK4MjFK. ZtwQ76 B0 [0FZA

2. Install BIG-IP Edge Client

You may be prompted to confirm access depending on your UAC (User Account Control)

settings. Click .

2. 1. Right—click on the LBIG—IPEdgeClient. exel and click Run as administrator|

BIGTREUOEG! NG

2%

The setup wizard will appear, click .

5 BIG-IP Edge Client Setup

Welcome to the BIG-IP Edge
Client Setup Wizard

The Setup Wizard will install BIG-IP Edge Client on your
computer, Click Mext to continue or Cancel to exit the Setup
Wizard.

S el
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Start the installation by clicking .

‘# BIG-IP Edge Client Setup

Ready to Install
The Setup Wizard is ready to begin the installation

Click Install to begin the installation. If you want to review or change any of your
installation settings, dick Back. Click Cancel to exit the wizard.

< Back Install

P

Cancel

Click Finish|

3l BIG-IP Edge Client Setup

Client Setup Wizard

Click the Finish button to exit the Setup Wizard.

Completing the BIG-IP Edge

| == N
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3. Access to VPN Services
3. 1.Start the BIG-IP Edge Client
Start the BIG-IP Edge Client by clicking [Start]->[BIG-IP Edge Client]

8 BIG-IP Edge Client™ - X

el

Connection

(O Connect 0 Disconnect

Close a connection and disconnect.

Change Server Show Graph | ‘ View Details

3.2.Designation of the connection destination server (* On first connection only)
Start up the BIG-IP Edge Client, the following popup will appear.
Enter https://vl.riken. jp/ in the blank and click .

™ BIG-IP Edge Client™ >
=clect server
|h1:t|:|s:,|f,|f~.-'1.riker1.j|:l V| %

3.3. Connect to VPN (When you use BIG-IP Edge Client before)
Make sure that the server address is https://vl.riken. jp/ , click .

®) BIG-IP Edge Client™ — X

f Disconnected PP
5 ' Outbound Traffic

0b/fs

Connection

| (O] Connect (D Disconnect

Close a connection and disconnect.

Change Server Show Graph | | View Details

=
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If the following warning screen appears, please click ..

£\
s

Security Alert x

The identity of this web site or the integrity of this connection
cannot be werified.

|@| The security certificate iz from a trusted certifying authority.

|@| The security certificate date is valid.

y The name on the security certificate is inwalid or does not
~*= match the name ofthe site

Do you want to proceed?

“fas Wiew Certificate

3.4.Select the Certificate

When the following prompt is displayed, confirm the certificate you have

pre—installed and click .

If the following prompt is displayed twice, click both times.

Windows Security >

Confirm Certificate
Confirm this certificate by clicking OK. If this is not the correct certificate,
click Cancel.

Issuer: allriken.riken.jp

WValid From:

Click here to view certificate
properties

| == N
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3. 5. Confirm VPN Connection

When is displayed, you connected VPN Services.

™ BIG-IP Edge Client™ - X

Outbound Traffic
29 Kb/s

Connection

& Connect © Disconnect

Establish & connection and automatically reconnect if your connection is dropped. Use the
'Disconnect’ button to close your connection and disconnect.

Change Server Show Graph | | View Details

=
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4, Disconnect VPN Services

4. 1.Disconnect VPN Services

Click Piscomnect]

™) BIG-IP Edge Client™ -

Connected

Server: http A Teafh
nd Irafmc

Connection du 2.9 Kh/s

Connection

Disconnect

I

Establish a connection and automatically reconnect if your connection is dropped. Use the
‘Disconnect’ button to close your connection and disconnect.

Show Graph | | View Details

Change Server

4. 2.Confirm Disconnection

Check is displayed.

®) BIG-IP Edge Client™ _

Disconnected e
fs Server: https://vL.riken.jp Du;l:u::uru:l cogc
0b/s
Connection
&) Connect

Close a connection and disconnect.

Change Server

Show Graph | | View Details

| ==
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5.Removing Client Components
5. 1. Download the application to remove the components

Download (fbwininfo. exe) from the following URL:

https://teldevice. my. salesforce. com/sfc/p/10000000a2Q8/a/10000000D621/ v. W7 jIP_

J9XHIrulIDgHhGKO9BODFXC1D1HgTv jUS14

5.2.Deleting the client component

Right-click on the file you downloaded in 5.1 and click Pun as administratorL

The F5 BIG-IP Edge Components Troubleshooting will open.

& BIG-IP Edge Components Troubleshooting - B

File View Tools Help

B & m !

() Microsoft RDP Client ~ | File Build
- VNC Client

-~ 5250 Terminal

- Citrix Client

- Endpoint Security

- Protected Workspace

- Win32 Inspector

- OPSWAT Integration Libraries V3
- Machine Certificate Checker

- Cache Cleaner

- InspectionHost

- Windows Group Policy

- Component Installer

(=- Windows Logon Integration

mstscax.dll
mstscax.dll

L7 N PG (g

Ready

| ==

Version Creation Date Size

6,3,9600,17415  05/09/2015 0.. 6213€
6,3,9600,17415  05/09/2015 0.. 6213€
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Go to Tools and click‘Remove Components| in the menu bar.

& BIG-IP Edge Components Troubleshooting = =l

File View | Tools | Help
2| & | [ Enable logs

~-OM View logs.. Build Version Creation Date  Size
""‘5"2“\ e 63,9600,17415  05/09/2015 0... 62136
o - ‘ 6,3,9600,17415  05/09/2015 0.. 62136
- Citrix Network Access Diagnostic...

- Endpoint vy
- Protected Workspace

- Win32 Inspector

- OPSWAT Integration Libraries V3
- Machine Certificate Checker

- Cache Cleaner

- InspectionHost

- Windows Group Policy

- Component Installer

=8 Windows Logon Integration i

: >
0517 o T A -

Remove all F5 components from the system.

Uncheck Generate report before removing and click .
(& BIG-IP Edge Client Components Removal

@l Do you really want to remowe all components?
4 Delete user settings
D Generate report before removing

Y

Remove components

Removing: Host

=
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The following warning may be shown. Click

Windows Installer

Are you sure you want to uninstall this product?

If the following warning is displayed, click and Restart the system.

Then, do again from [5.2. |

F5 Components Troubleshooting lg

-

_IA Control is locked. Please, try to remove components after
&%= restart the system!

After uninstalling, close the BIG-IP Edge Components Troubleshooting.

| ==
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5.3.Deleting dial-up Connections
Open Network Connections.
Go to [Windowkey+x]—>[Control Panel] and click
[Network and Internet]—->[Network and Sharing Center].

Click khange adapter settings bf the left panel.

Select the connection (connection destination)—-Go to v1(or v2). riken. jp instead of

dialing directly , APM Network Access and delete it

& Network Connections - ul X

4 E' » Control Panel » Metwork and Internet » Metwork Connections » v @ Search Network Connections pel
Organize * =« T o
Name " Status Device Name

u;l _Commaon_Riken_Wako_ted_na - Go to v1.riken,jp instead of dialing directly Disconnected F3 Networks VPN Adapter
2] APM Netwaork Access Disconnected F3 Metworks VPN Adapter

Blugtooth Ry R -k 2 Mot connected Bluetooth Device (Personal Area...
0 o-nL oUriss FykI-4 4 Intel(R) Ethernet Connection 121...
<Al LA R -TiEs Disabled Intel(R) Duzl Band Wireless-N 7...

=
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5.4.Deleting network adaptor driver

Open Device Manager.

Go to [Windowskey+x]—>[Control Panel]->[Hardware and Sound] and

click IDevice Manager‘.

Click on and select Show hidden devices in the menu-bar. Delete F5 Networks

VPN Adapter shown under Network adaptors.

*The driver may not exist. In that case, you may skip this procedure.

- o IEM

= Device Manager
1
File Action | View| Help

== I | ® | Devices by type
> & Disp Devices by connection
> &5 Hunl Resources by type
> &g IDE Resources by connection
> & Keyl
b B Micd ¥ | Show hidden devices |
> I8 Mon Customize...
4 BN

& Bluetooth 7/ ({2 (RFCOMM JORJL TDI)

¥ Bluetooth (YL TUT FybI-4)
|2 F5 Networks VPN Adapter #41 |
v* Intel(R) Dual Band Wireless-N 7260

2 Intel(R) Ethernet Connection 1218-LM

=" Microsoft ISATAP Adapter

¥ Microsoft ISATAP Adapter #2

=" Microsoft ISATAP Adapter #3

=" Microsoft ISATAP Adapter #4

&¥ Microsoft Wi-Fi Direct Virtual Adapter

¥ Microsoft i—FJL 7/wH xybhI—H 7HT45—

© RAS FEEIEATS TS

+* Teredo Tunneling Pseudo-Interface

¥ WAN Z=7R— b (IKEv2)

¥ WAN Z=R—h(IP)

¥ WAN Z=7R—h (1Pv6)

¥ WAN SRk (L2TP)

&¥ WAN ZZ7R—h (PPPOE)

a¥ WAN T—# —k /DDTDY

»

Displays legacy devices and devices that are no longer installed.

Confirm Device Uninstall

‘ i F5 Metworks WPN Adapter #41
_“

Warning: You are about to uninstall this device from your system.

Delete the driver software for this device.

5.5.Restart the system

Delete the file (fbwininfo.exe), and restart the system.
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[Mac 0S X 10.11 / Safari 9]

*#Make sure to import the client certificate before making access

@®Network Access Manual ¢
1. Prior Settings
1. 1. Pop—up Block
Start Safari.
Go to Safari in the menu bar and click Preferences

Select the Security tab and uncheck Block pop—up windows.

9] Security

ol L @ Qa0 B OO

General Tabs AutoFill Passwords Search Security Privacy Motifications Extensions Advanced

Fraudulent sites: Warn when visiting a fraudulent website

Web content: Enable JavaScript
I Block pop-up windows I
Allow WebGL = WebGL Settings...

Internet plug-ins: Allow Plug-ins Plug-in Settings...

2. Accessing VPN
Access the following URL with Safari.
https://vl. riken. jp

2.1.Client Certificate Confirmation

When the following prompt is displayed, confirm the certificate you have

pre—installed and click .

If the following prompt is displayed twice, click [@ both times

=
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— The website “vi.riken.]p” requires a client certificate.

certificate to use when you connect to this website, and then click
Continue.

I Il This website requires a certificate to validate your identity. Select the

| B EEEEEEEEEEEE (allriken.riken.jp)

? Show Certificate Cancel -

When prompted with using key “private key” 1in your keychain, click Always Allow |.

By doing this, it won’ t ask you the next time.

— com.apple WebKit. Networking.xpc wants to sign
I a using key “privateKey"” in your keychain.

Do you want to allow access to this item?

? I Always Allow Deny Allow

2. 2. Connect Network Access

Click Riken_(connection destination) in the home screen.

DO (< lim| & vpn2.riken.jp & i} [m]

Network Access

o o e e e e
ST
' Riken_¢:750

This product is licensed from F5 Networks. © 1999-2014 F5 Networks. All rights reserved.
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2.3.Client Component Installation *Only on first connection

The following pop—up window will show. Click click here.

e O O _Network and Application Access e

Installing browser plugin...

Please wait for the installation wizard to appear, then follow the instructions.
Missing Plug-in ©

Mben the installation is complete, or if the installation wizard does not appear] click
0 continue.

The following pop—up window will show. Click 1. Click here and download
mac_sslvpn. pkg.

806

_Network and Application Access e

Installation of the browser plugin using Java has failed.

A browser plugin is required to use this site. To continue, select one of the following
options.

e Do install the software manually.
1.} Click herejto download and save an installation package for your browser.
2. le package to install the browser plugin.

3. Restart your browser.

e Continue without installing software.
Note that some or all functionality might be disabled if you select this option.
Click here to continue.
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Click on mac_sslvpn. pkg.

mac_sslvpn.pkg ’

Please execute [mac_sslvpn. pkgl. An Install F5’ s Network Access Client will open.

Click on .

® & Install F5's Network Access Client

Welcome to the F5's Network Access Client Installer

© Introduction software.
Destination Select
Installation Type
Installation

Summary

You will be guided through the steps necessary to install this

Continue

| ==
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When the following question screens are displayed, click on Install for all users
of this computer, click on .
® 0 & Install F5's Network Access Client ]

Select a Destination

& Introduction How do you want to install this software?
» Destination Select
Installation Type s
w J# " Install for all users of this computer
Installation
Summary

Installing this software requires 7.2 MB of space.

You have chosen to install this software for all users of this
computer.

Click [Install]

e O e Install F5's Network Access Client fa)
Standard Install on “Macintosh HD"

e Introduction This will take 7.2 MB of space on your computer.

» Destination Select Click Install to perform a standard installation of this software
i for all users of this computer. All users of this computer will
@ Installation Type be able to use this software.
Installation
Summary

Change Install Location...

Go Back Install
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Enter your administrator’ s account and password and click on ‘Intall Software|.

q Installer is trying to install new software. Type
= your password to allow this.

Name: |

Password: |

| Cancel || Install Software |

Wait to be told that the installation is complete. Click on to close the
installer window.
® 0 { ) Insgall F5's Network Accgss C}iept =)
The installation was completed successfully.
« Introduction
« Destination Select

@ Installation Type

« Installation

o Summary The installation was successful.

The software was installed.

=
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Restart Safari.
Click Logout in the home screen and quit Safari.
%Clicking [X] of the web browser will not quit Safari.

Click Safari in the menu bar and click Quit Safari.

DO < [im] & vpn2.riken.jp ] t @

Welcome to F5 Networks

This product is licensed from FS Networks. © 1999-2014 F5 Networks. All rights reserved.
Access the following URL
https://vl. riken. jp

Click Riken_(connection destination) in the home screen.

2. 4. Connection

When a plug—in use confirmation pop—up appears, click on .

Do you want to trust the website “vpn2.riken.jp” to use the
“F5 SSL VPN Plugin” plug-in?

g
_—@ You can manage which websites you trust to use this plug-in in the
Security pane of Safari preferences.

? Never for this Website m ‘

Once the connection has been made, the following window will appear with the message

Connected.
Network and Application Access o
5
) Connected [ Disconnect |
Traffic Type | Sent Compression| Received Compression
Network Access
- Network Tunnel 2.41 KB 0% 5308 0%
- Optimized Applications 0B 0% 0B 0%
Total 2.41 KB 0% 530B 0%
+ Show details
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3. Disconnect VPN
3. 1. Disconnect Network Access

Click Disconnect.

Network and Application Access ")

© Comnectd (]
Traffic Type Sent Compression Received Compression
Network Access

- Network Tunnel 2.41 KB 0% 530 B 0%

- Optimized Applications 0B 0% 0B 0%
Total 2.41 KB 0% 530 B 0%
+ Show details

3. 2. Logout

Click Logout in the upper right hand corner in the home screen

oD e < Em| & vpn2.riken.jp ] M ()

Welcome to F5 Networks

vvvvvv
H e o )
M| Riken ot %

This product is licensed from FS Networks. © 1999-2014 F5 Networks. All rights reserved.
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@®Removing Client Components4€
4. Removing client components for Mac 0S X 10.11
4. 1. Restart the system
Restart the system. This is necessary in order to release the file locked during

the process.

4. 2. Remove components
Open Terminal.
Go to Finder—>Applications—>Utilities—>Terminal
Note, once you have deleted the file it cannot be restored. Make sure to delete it
with caution.

*The space key will be shown as ., in the commands

Log in as a super user. Enter the super user password.

# su_, -

Run the following commands and change the current directory.

# cd_.” ¥Library¥Internet, Plug-Ins¥’

Run the following commands and delete the files. (This procedure is not necessary
if the files do not exist.)

# rm,_ —r_,” F5_,SSL. VPN_ Plugin.plugin”

# rm. -r. ,f5_sslvpn.bundle

# rm,_ —rf ,” F5_ Inspection, Host._ Plugin.plugin”

Run the following commands and change the current directory.
% xxxxxxx should show as your user name.

# cd_” ¥Users¥xxxxxx¥Library¥Internet. Plug—ins”

Run the following commands and delete the files. (This procedure is not necessary
if the files do not exist.)
# rm_,-r  Fb%
Run the following commands and change the current directory
# cd_ ¥private¥tmp¥
== B
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Run the following commands

# 1s,  fb*
(This procedure is not

of 13 digits. Run the following command to delete it

necessary if the file does not exist. )

Run the following commands and change the current directory.

# cd_ ¥private¥var¥db¥receipts¥

Run the following commands
# rm_,—rf Fb%
Run the following commands and exit Terminal.

# exit

# exit

RRILIOHFOY 5T AR E4
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[Mac 0SX 10.11 / BIG-IP Edge Client]

*#Make sure to import the client certificate before making access

In order to perform a VPN connection with BIG-IP Edge Client, it is necessary to
have performed the VPN connection once by using browser.
If you have not done a VPN connection by using browser, you need to do steps of the

[Mac 0S X 10.11 / Safari 8] (p44~).

®Network Access Manual ¢
1. Download BIG-IP Edge Client Installer

Download BIGIPMacEdgeClient. zip from the following URL:

https://teldevice. my. salesforce. com/sfc/p/10000000a208/a/10000000D9kX/p [000KYr62DSX
1UftpHt1a9v05Q2AWTEgrbOKhAp7LO

2. Install the BIG-IP Edge Client
2. 1. Execute mac_edgesvpn. pkg.

Execute mac_edgesvpn. pkg and click .

[ ] '» Install BIG-IP Edge Client &
Welcome to the BIG-IP Edge Client Installer

You will be guided through the steps necessary to install this

@ Introduction software.

Destination Select
Installation Type
Installation

Summary

i
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Click on .

® 0 @ Install BIG-IP Edge Client [}

Select a Destination

Select the disk where you want to install the BIG-IP Edge
Client software.

@ Introduction
« Destination Select

Installation Type

Installation ﬁ
Summary

Macintosh HD
473.54 GB available
498.88 GB total

Installing this software requires 28.4 MB of space.

You have chosen to install this software on the disk
“Macintosh HD".

When you change an install location, click Change Install Location and select the

local storage which your home directory is belong to.

Then click .

o0 & Install BIG-IP Edge Client [}

Standard Install on "Mac"

: This will take 27 MB of space on your computer.
¢ Introduction P y p

© Destination Select Click Install to perform a standard installation of this software
on the disk "Mac".
© Installation Type
Installation

Summary

I Change Install Location... I

Go Back Install

Enter your administrator’ s account and password and click [Intall Software|

| ==
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~ Installer is trying to install new software. Type an

’ . administrator's name and password to allow this.
i r!' )

Username:

Password:

Cancel Install Software

Wait until the installation is completed.

When the following messages appear, click .

®C @ Install BIG-IP Edge Client

The installation was completed successfully.

Introduction

© Destination Select
« Installation Type

o Installation

© Summary The installation was successful.

The software was installed.

Access to VPN Services
| == N
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3.1.Start the BIG-IP Edge Client
GO to Go—>Applications and click BIG-IP Edge Client.

@ Finder File Edit View Window Help KD
- Back ®[

B All My Files O®F
[ Documents %0 | —
{5 Desktop %D | [# Applications
| © Downloads N#L £ m o) By | #v
£ Home 0%H ©
O Computer Rig:{o] b4
@ AirDrop 0%R @ g
@ Network
& iCloud Drive App Store Automator BIG-IP Edge Client Calculator

#; Applications

» Utilities
Recent Folders @ %} a

Go to Folder.. %6 Calendar Chess Contacts Dashboard
Connect to Server... K

3.2.Designation of the connection destination server *Only on first connection

Click an arrow which displays upper right and choose Add New Server.

@0 BIG-IP Edge Client

f Disconnected

https:(/134.160.3.9/

Server Add New Server

Disconnected

To establish a connection, select a server from the menu above then click
the 'Auto-Connect' or 'Connect’ button below.

@ Copyright 1996-2014 F5 Networks, Inc., Seattle, Washington. All rights reserved.

Enter the Thttps://vl.riken. jp] in the blanks and Click .
| === &
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® 0 BIG-IP Edge Client

Disconnected

Server:

<

Server:  Add New Server

Add New Server

Specify server address:

https:/fvl.riken. ip/ ]

nnect Connect

& Copyright 1986-2014 F5 Networks, Inc., Seattle, Washington. All rights reserved.

Make sure that Server (vl.riken.jp) successfully verified is shown,

click |Add and Connectl.
® 0 BIG-IP Edge Client

f Disconnected

Server:

(3]

Server: | Add Mew Server

Add New Server

Specify server address:

https: /vl riken. ipfd

Cancel I Add and Connect I Add

Server ( vl.riken.ip ) successfully verified.

nnect Connect

& Copyright 1886-2014 F5 Networks, Inc., Seattle, Washington. All rights reserved.

If the following prompt is displayed, click several times.
| =77 N
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e BIG-IP Edge Client

Can't receive settings from server.

Server:

Server:  Add New Server

i

The certificate for this server is invalid. You might be connecting to
a server that is pretending to be "vpnl.riken.jp" which could put
your confidential information at risk.

Would you like to connect to the server anyway?

Cancel Continue

& Copyright 1986-2014 F5 Networks, Inc., Seattle, Washington. All rights reserved.

When prompted with using key “private key” 1in your keychain, click [Always Allow.

By doing this, it won’ t ask you the next time.

N BIG-IP Edge Client wants to sign using key
“privateKey" in your keychain.

1 Do you want to allow access te this item?

? Always Allow Deny Allow

Once the connection has been made, the following window will appear with the message
| =77 B
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Connected.

e 0 BIG-IP Edge Client

f Connected

https://vpn1.riken.jp/my.policy

Server: | https://vpn1.riken.jp/

~
~

Inbound: 164 B total (0% compression)

10080
10Mb
Mb
100KL
10Kb
Kb
1006
10b

b
1 minuie ago 30 secands ago
Outbound: 164 B total (0% compression)

10080

10Mb

1Mb

100KL

10Kb

1Kb

100b

10b

b
1 minute ago 30 secands ago

Throughput: 0 bfs

100Mb
10Mb
™Mb
100KE
10KE
Kb
1008
106

0B

Current

Throughput: 0 bfs
100Mb

10ME
™Mb
100KE
10Kb
1Kb
1006
10b

b
Current

Auto-Connect * Connect Disconnect

& Copyright 1996-2014 F5 Networks, Inc., Seattle, Washington. All rights reserved.

3. 3. Connect to VPN *When you use BIG-IP Edge Client before
Make sure that the server address is https://vl.riken. jp, click .

@ 0 BIG-IP Edge Client

f Disconnected

https://vpn1.riken.jp/

I Server: httpsi /vl riken. e/ ﬂ

Disconnected

To establish a connection, select a server from the menu above then click
the 'Auto-Connect' or 'Connect’ button below.

Auto-Connect L Connect * Disconnect

& Copyright 1936-2014 F5 Networks, Inc., Seattle, Washington. All rights reserved.

Once the connection has been made, the following window will appear with the message
| =77 N
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onnected|

® O BIG-IP Edge Client

f Connected

https://vpni.riken.jp/my.policy

Server: | https:/fvpn1.riken.jp/
Inbound: 164 B total (0% compression) Throughput: 0 b/s
100Mb 100Mb
10Mb 10Mb
1Mb 1Mb
100K 100K
10Kb 10Kb
1K ALE:]
1000 1008
106 108
3 s
1 minute ago 30 seconds ago Current
Qutbound: 164 B total (0% compression) Throughput: 0 b/s
100Mb 100Mb
10Mb 16Mb
1Mb ™Mb
100K8 100K
10Kb 10Kb
1K 1Kb
1000 1006
10b 10b
ab 0h
1 minute ago 30 secands ago Current
Auto-Connect Disconnect
& Copyright 1996-2014 F5 Networks, Inc., Seattle, Washington. All rights reserved.

4, Disconnect VPN
4. 1. Disconnect VPN

Click on [Disconnect|

® O BIG-IP Edge Client

f Connected

https://vpn1.riken.jp/my.policy

Server: | https://vpn1.riken.jp/
Inbound: 164 B total (0% compression) Throughput: 0 b/s
100Mb 100Mb
10Mb 10Mb
1Mb 1Mb
100K6 1006
10K 10Kb
AL 180
1006 1005
108 108
b OB
1 minute 2go 30 secands ago Current
Outbound: 164 B total (0% compression) Throughput: 0 b/s
1008b 100Mb
10Mb 10Mb
1Mb 1Mb
100K6 1006
10Kb 10Kb
1Kb 1Kb
100k 1006
10b 106
o o
1 minute ago 30 seconds ago Current

© Copyright 1986-2014 F5 Networks, Inc., Seattle, Washifg o

The following window will appear and then close BIG-IP Edge Client.
| =77 N
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@0 BIG-IP Edge Client

E; Disconnected

A7 https/fvpn.riken.jp/

Server: | https://vpn1.riken.jp/

Disconnected

To establish a connection, select a server from the menu above then click
the 'Auto-Connect' or 'Connect' button below.

Auto-Connect Connect * Disconnect

& Copyright 1996-2014 F5 Networks, Inc., Seattle, Washington. All rights reserved.

5. Removing BIG-IP Edge Client from Mac 0S X 10.11
5.1.Uninstall BIG-IP Edge Client

Execute BIG-IP Edge Client

Click (f5) mark in the Menu Bar.

[EC % « m%mm

Click Preferences

@ Disconnected
vpn1.riken.jp

Connect
v Disconnect

Show Main Window
[eroferences |

View Logs

View Details

About BIG-IP Edge Client

Quit BIG-IP Edge Client

Click Advanced
| = R
| ==
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84




Mac OS X 10.11 with BIG-IP Edge Client

Bl R ILOROY TS
| ==

@ Preferences

A o)
General| Advanced

Installed Components
Mame: F5 SSL VPN Plugin
Version: 7103.2015.0807.1 e
Name: BIG-IP Edge Client
Version: 7103.2015.0807.1

ninstall

Click which displays right side of F5 SSL VPN Plugin and click .

Once the account password is required, after entering, please click @

Prefarences

KNS

General Advanced

Ing Warning!
| Do you want to uninstall FS SSL VPN Plugin?

Click which displays right side of BIG-IP Edge Client and click .

Preferences

L] fE®

General Advanced

Ing Warning!

Do you want to uninstall BIG-IP Edge Client?

Cancel Remove |

\

5. 2. Remove components
| =77 B
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Open Terminal.
Go to Go—>Applications—>Utilities—>Terminal
Note, once you have deleted the file it cannot be restored

*The space key will be shown as _, in the commands.

Log in as a super user. Enter the super user password.

# su_,-

Enter the following commands and change the current directory.

# cd_” ¥Library¥Internet, Plug-Ins¥’

Enter the following commands and delete the files. (This procedure is not necessary
if the files do not exist.)

# rm, —r._,” F5_,SSL. VPN_ Plugin.plugin”

# rm. -r. ,f5_sslvpn.bundle

# rm, —rf. ,” F5_ Inspection, Host. Plugin.plugin”

Enter the following commands and change the current directory.
% xxxxxxx should show as your user name.

# cd,_” ¥Users¥xxxxxx¥Library¥Internet,( ,Plug—ins”

Enter the following commands and delete the files. (This procedure is not necessary
if the files do not exist.)

# rm_,-r  Fb%
Enter the following commands and change the current directory.

# cd_ ¥private¥tmp¥

Enter the following commands

# 1s_ fb*

string of 13 digits
Enter the following command to delete it. (This procedure is not necessary if the

file does not exist.)

| == N
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Enter the following commands and change the current directory.

# cd_ ¥private¥var¥db¥receipts¥

Enter the following commands
# rm_,-rf  Fb%

Enter the following commands and exit Terminal.
# exit
# exit

=
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[ Utilize the multiple certification by Mac 0SX ]

¢Refer to the following information when using the multiple certification by Mac

@®C(Clients Certificate Import Manual 4
Start the Firefox.
Got to Go—> Applications and click Firefox.

@& Finder File Edit \new@Window Help
3 \ [ Applications
| 4 = [EEREERE SN E=
B
me ~  Date Modified
& All My Files O3eF ® AirRadar Dec 28, 2012, !
[ Documents B30 & app store Apr 12, 2015, £
B Desktop %D & Automator Apr 12, 2015, £
© Downloads N #L (& BIG-IP Edge Client May 15, 2015,
{2t Home {3%H T Calculator Apr 12, 2015, £
=1 Computer 0%C [ calendar Apr 12, 2015, £
@AirDrop O %8R 4. Chess Apr 12, 2015, £
@ Network £88K B Contacts Apr 12, 2015, £
S 5 ¢+ Cyberduck Feb 26, 2015, *
S Dashboard Sep 10,2014, "
A

Z= Sppiications = Dictionary Apr 12, 2015, £
Utilities #U '35 bvD Piayer Apr 12, 2015, £
Recent Folders > e = -
) Firefox Jun 6, 2015, 9;|
Go to Folder... {+38G & Font Book Apr 12, 2015, £
Connect to Server... 38K @ Game Center Apr 12, 2015, £

I & GarageBand Jun 7, 2012, 4:
Tags L iBooks Apr 12, 2015, £
@ Image Capture Apr 12, 2015, £

Click in the menu bar.

@] Firefox §| File Edit View History Bookmarks Tools Window Help <
eoce @ MozilaFirefox Start Page % | +
€ ) © Firefox| Search or enter address G  Q search w B +y A =

Q|
‘ * ® é *‘ () * @ Restore Previous Session

Downloads  Bookmarks History Marketplace Add-ons Sync Preferences

=
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Click in the Firefox menu.

[ File Edit View Hist
! About Firefox
®a art Page
Preferences... 35,
€ ) ress
= Services [

Hide Firefox e H
Hide Others " 3H
Show All

Quit Firefox 0]

Go to Advanced and click [Certificates| after open preference window.

<

[

® Firefox File Edit View History Bookmarks Tools Window Help
eoce ., Mozilla Firefox Start Page ® # Preferences x ';_ +
€ ) Firefox | about:preferences#advanced ¢ | Q Search

[ General

Search

Content

Applications

Privacy

Security

Sync

Advanced

Advanced

General Data Choices Network

When a server requests my personal certificate:
Select one automatically

® ) Ask me every time

+' | Query OCSP responder servers to confirm the current validity of certificates

View Certificates Security Devices

"B 94+Aae =

Update Certificates.

| ==
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Select the %sk me every time‘in the When a server requests my personal certificate:

E Content
A Applications

T Privacy

& security
f) Sync

& Advanced

When a server requests my personal certificate:
Select one automatically

@ Ask me every time

v/ | Query OCSP responder servers to confirm the current validity of certificates

I View Certificates I Security Devices

@ Firefox File Edit View History Bookmarks Tools Window Help <
| -

eoce @  Mozilla Firefox Start Page -“-’_;' # Preferences x ';_\ +

& | O Firefox | aboutpreferences#advanced ¢ | Q search wBa el e —

@ Genera Advanced

Q, Ssearch

General Data Choices Network Update Certificates

E Content

A Applications When a server requests my personal certificate:

S Privacy Select one automatically

I @ Ask me every time I

& security

() Sync v/ | Query OCSP responder servers to confirm the current validity of certificates

& Advanced

View Certificates Security Devices

Click [View Certificates|

@ Firefox File Edit View History Bookmarks Tools Window Help <
| -

eoce @  Mozilla Firefox Start Page -“-’_;' # Preferences x ';_\ +

& | O Firefox | aboutpreferences#advanced ¢ | Q search wBa el e —

@ Genera Advanced

Q, Ssearch

General Data Choices Network Update Certificates

| ==
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Click ‘Your Certifi cates‘—>‘1mport‘.

Your Certificates | People Servers Authorities Others

You have certificates from these crganizations that identify you:

a

Certificate Name Security Device Serial Number Expires On

View... Backup... Backup All... Delete...

Select the certificates for importing and click .

[ ] Certificate File to Import
2B m o) = B Deskiop g Q
Faverites Name ~  Date Modified 5
<7 iCloud Drive

El All My Files
51 Deleted Users
/% Applications
[5] Desktop

@ Documents
0 Downloads

Today, 9:06 AM

Devices
Q Firefox
] utilities
! Buffalo_USB

L L L 1 2

Tags
@ Red

Format: | PKCS12 Files B

" | Hide extension Cancel I m I

Enter certificate password and click @

Password Required

Please enter the password that was used to encrypt this
certificate backup:

Cancel OK

=
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When the alert message is displayed, click .

Alert
_ ' ~ Buccessfully restored your security certificate(s) and privaie
GOSN  keyls).

OK

Make sure that new certificate is displayed in Your Certificates.
If all certificates for importing are displayed, click .

Then importing the Client Certificate is completed.

[YuurCertiﬁcﬂtes People Servers  Authorities  Others

You have certificates from these crganizations that identify you:

Certificate Mame Security Device Serial Number Expires On B

T riken

| soosssossassy Software Security De... 15 By |
View... Backup... Backup All... Import... Delete...

| ==
L
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®Clients Certificate Delete Manual 4

Click Firefox in the menu bar.

Then click‘View CertificatesL

Go to Advanced and click [Certificates| after open preference window.

Content

Applications

When a server requests my personal certificate:
Privacy Select one automatically

) @ Ask me every time
Security
Sync

Advanced

View Certificates Security Devices

v | Query OCSP responder servers to confirm the current validity of certificates

@ Firefox File Edit View History Bookmarks Tools Window Help <
f. eoe @  Mozilla Firefox Start Page * 3 Preferences x|\ +
€ | O Frefox about:preferancestadvanced ¢ Q search B O 3ae | =
i} Gereral Advanced
Search
General Data Choices Network Update

Select the certificate for deleting in Your Certificates and click [Delete...|

People Servers  Authorities  Others

“ou have certificates from these organizations that identify you:

Certificate Name Serial Number

¥ riken

Security Device

RRSRSERSRRISE Software Security De... 1D

SRR LRSS Software Security De... 15

Backup... Backup All... Import...

Expires On

o
[
ittt

| ==
L
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The following window will appear, click .

Are you sure you want to delete these certificates?

B s
bRt

If you delete one of your own certificates, you can no longer use it to identify

yourself.
Cancel | OK -

| ==

RRILIOHFOY 5T AR E4 94




B RRILOHOY T/ 2RSSR
Utilize the multiple certification by Mac OSX BE==E

e

®Network Access Manual ¢

1. Accessing VPN
Access the following URL with Firefox.
https://vl. riken. jp

1. 1. Select Client Certificate

Click|Imported Certificate| after open certificate select window.

This site has requested that you identify yourself with a certificate:
“riken.jp (:443)

Organization: "*

Issued Under: "GeoTrust Inc.”

Cheoose a certificate to p t as identificati

Imported Certificate #2 [10]

o

Details of selected certificate:

shi, 5T=saitama,C=JP

'1"§'?Q'a“J'ThLLJT'TEEE;"!'T'T'T'T o o e e e e e e % e e e e e e e e s
e M R R 2 R R R R

e T L L L DL L L L e e e L L L T L L T L L T K o

e S A R

S L L L L L L R e e L S L L L T L T

L L L L L L L I o o o S L L L L L L e

e e L L DL L L e K e e e L S L T L L T L L R e e
A S A R

T T S L L L L R e L S L T L L L L L S

DL T L L L L L e e e e e ol S I DL L L DL L e e e e
L A,

L e L o el el e ol el e S L e o i e e o L L oL L L L L L L o

i e L el el L ol el L L L L e e o e e o ol e o el el e L e el e e e nel e ol el e e ok

L L R R R L N L L N o N o e e e e SR e R e L L L e L e e e

i e 0 L L L L e L L L L o e e o ol S o oD D L L e e e e e e o e e

e e o ol el L o el e G e L e e e e o e o oD el e e el G e e o el e o ol e 2 O e L

o o SR R LN L L N L L L e S S S SR T SR R N L o L o o e )

L L o el e L o L L L e e o o e o o el e oD D L L e e o ol e o o e L S e e e o
et 2 e el L L oL el L L L G e L e o e e o o e o oD el L L e e o ol e ol ol e e

O R R R R e e e L T L S SR SR R T e R L L N G T S T S
i 2 L L L L L L L N e e e o o e o oS e S L D L e o e e o ol el G SR e G e o
e
e S S e e S S S e e e 2

2 Remember this decision

Select one certificate.

*The detail information of the certificate will be shown the following steps.

Choose a certificate to present as identification:

Imported Certificate #2 [1D]

v Imported Certificate #2 [1D]
Imported Certificate [15]

=
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Click IDetails of selected certificate

This site has requested that you identify yourself with a certificate:
*rikenjp (:443)

DOrganization: "*

Issued Linder: "GeoTrust Inc.”

Choose a certificate to present as identification:

. ~
Imported Certificate [15]
Details of selected certificate:

shi, ST=saitama,C=JP
Serial Number: 15
e &
S &
ekt %
Lt %
ettt e
22 %
o el e e e e o
1- i
5 e S o
S T
Ehe et et
& bty bttt o
& et e bbbty
& & bt
e R Y
SOEOEEOHOBEOEODEHBEDEE i SOEGEEEOEESE ittty

Scroll to the top and check the CN and OU status.

This site has requested that you identify yourself with a certificate:
*riken.jp (:443)

Organization: "

Issued Under: "GeoTrust Inc."

Choose a certificate to present as identification:

Imported Certificate [15]
Details of selected certificate:

zeed 1o
B e e
Ch=trar i QU
ung

omp

shi, ST=saitama,C=JP
Serial Mumber: 15

B o o M
b S A, e S A ettty
B e e e e, e,
b S I, 2 & o bttty
b & I, e S A M L
e, e SR
P 2 M M A, P, 2, 26 M,
I, e A ehetptebtety
B e S
b A M A, e A L A M S
B S e S e S S i ]
S S

RAemember this decision

Cancel OK
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If it is the certificate for using, click @

If it is not the certificate for using, re—implementation from 1.1

This site has requested that you identify yourself with a certificate:
*riken.jp (:443)

Organization: ""

Issued Under: "GeoTrust Inc.”

Choose a certificate to present as identification:

Imparted Certificate [15]
Details of selected certificate:
Issued to:

o 0%, 20 X O ]
CN ﬁﬁﬁﬁﬁﬁéﬁﬁ:ﬁ'OU - OU=general OU=Adbanced Center
for Computing and Communication, O=riken, L=wako-
shi, ST=saitama,C=JP

Serial Number: 15
e e e R R R R R R R R R e e e e e e R R e e e e e e R e R R e e e e e R R R R R R R R R R
B )
e
e e A A

Remember this decision

Cancel I oK I

If the window that you have seen step 1.1 appeared again,

select the same certificate for using and click @ again.

1. 2. Connect Network Access

Click Riken_(connection destination) in the home screen.

000 5] F5 Dynamic Webtop x \ +
w4 o

{ (- @ https://v1.riken.jp/vdesk/webtop.eui?webtop=/Common/Full_webtop&webtop_t

= FRIL OO TR S

e

¢ Q search %"E O3 AS =

Welcome to F5 Networks

SHEEae
- Riken_¥F bbby
SRR

This product is licensed from F5 Networks. © 1999-2014 FS Networks. Al rights reserved.

=
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1. 3. Client Component Installation *Only on first connection

The following pop—up window will show. Click click here.

[ JoN ) Network and Application Access

@ https:/iv1.riken Jp/vdesk/resource_all_info.eui?resourcename=/Common/Riken_Wako_v0012_na&resourcetyy

nstalling browser plugin...

Please wait for the installation wizard to appear, then follow the instructions.
I
When the installation is complete, or if the installation wizard does not appeal @ b continue.

The following pop—up window will show.
Click 1. Click here and download mac_sslvpn. pkg.

[ Eey Metwork and Application Access

@ hittps:/fvi.rken.jp/vdeskiresource_all_info.euifresourcename=/Common/Riken_Wako_v0012_na&resourcetyr

Installation of the browser plugin using Java has failed.
A browser plugin is required to use this site. To continue, select one of the following options.

® Download and install the software manually.
| 1. Click here ffo download and save an installation package for your browser.
. Launch the package to install the browser plugin.
3. Restart your browser.

® Continue without installing software.
Note that some or all functionality might be disabled if you select this option.
Click here to continue.

j ipt:UPlugi ype.EventHandler('i Div', falled’)
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Click when the following screen is displayed.

[ ] Opening mac_sslvpn.pkg

You have chosen to open:
'« mac_sslvpn.pkg

which is: Binary File (2.6 MB)
from: https://vi.riken.jp

Would you like to save this file?

Cancel Save File

Click on mac_sslvpn. pkg.

mac_sslvpn.pkg ’

Please execute [mac_sslvpn. pkgl. An Install F5’ s Network Access Client will open.
Click on .

® O w Install F5's Network Access Client ]

Welcome to the F5's Metwork Access Client Installer

You will be guided through the steps necessary to install this

© Introduction software.

Destination Select
Installation Type

Installation

Summary

Continue

| ==
Lk
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When the following question screens are displayed, click on Install for all users
of this computer, click on .
® 0 & Install F5's Network Access Client ]

Select a Destination

& Intreduction How do you want to install this software?
» Destination Select
Installation Type s
w J# " Install for all users of this computer
Installation
Sumrmary

Installing this software requires 7.2 MB of space.

You have chosen to install this software for all users of this
computer.

Click [Install]

e O e Install F5's Network Access Client fa)
Standard Install on “Macintosh HD"

e Introduction This will take 7.2 MB of space on your computer.

» Destination Select Click Install to perform a standard installation of this software
i for all users of this computer. All users of this computer will
@ Installation Type be able to use this software.
Installation
Summary

Change Install Location...

Go Back Install

=
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Enter your administrator’ s account and password and click on ‘Intall Software‘.

q Installer is trying to install new software. Type
= your password to allow this.

Name: |

Password: |

| Cancel || Install Software |

Wait to be told that the installation is complete. Click on to close the
installer window.
® 0 { ) Insgall F5's Network Accgss C}iept =)
The installation was completed successfully.
« Introduction
« Destination Select

@ Installation Type

« Installation

o Summary The installation was successful.

The software was installed.

=

=
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Close the following window by clicking [X].

EL' @ Metwork and Application Access

@ hittps:/fvi.rken.jp/vdeskiresource_all_info.euifresourcename=/Common/Riken_Wako_v0012_na&resourcetyr

Installation of the browser plugin using Java has failed.
A browser plugin is required to use this site. To continue, select one of the following options.

® Download and install the software manually.

1. Click here to download and save an installation package for your browser.
2. Launch the package to install the browser plugin.
3. Restart your browser.

® Continue without installing software.

Note that some or all functionality might be disabled if you select this option.
Click here to continue.

vp tHandler('i Div', failed’)

1. 4. Connection

Click Riken_(connection destination) in the home screen.

eoe 5] F5 Dynamic Webtop x \ +

| ( € ) @ https://v1.riken.jp/vdesk/w eui?

p=/Common/Full t v @ | Q search

4B O AS =

Welcome to F5 Networks

Network Access

e o e e e e e e
O e e e
N Riken i)

This product is licensed from F5 Networks. © 1999-2014 F5 Networks. All rights reserved.
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Once the connection has been made, the following window will appear with the message

Connected.

[ JoN ) Network and Application Access

i A\ nttps:iav riken.p/vdeski/resource_all_info.eui?resourcename=/Gommon/Riken_Wako_v0012_na&resou

) Connected | Disconnect |
Traffic Type | Sent CmmEstn| Received Compression
Network Access
- Network Tunnel 3.19 KB 0% 5.58 KB 0%
- Optimized 0B 0% 0B 0%
Applications
Total 3.19KB 0% 5.58KB 0%
+ Show details

=
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2. Disconnect VPN
2. 1. Disconnect Network Access

Click Disconnect.

[ JoN | Network and Application Access

] A\ nttps:ivt riken. jpivdesk/resource_all_info.eui?resourcename=/Common/Riken_Wako_v0012_na&resou

© Connected

Traffic Type Sent Compression  Received Compression
Network Access
- Network Tunnel 3.19 KB 0%  5.58KB 0%
- Optimized 0B 0% 0B 0%

Applications
Total 3.19KB 0%  5.58KB 0%

+ Show details

2. 2. Logout

Click Logout in the upper right hand corner in the home screen.

000 | =] F5 Dynamic Webtop x \\+

(- | @ https://v1.riken.jp/vdesk/webtop.eui?webtop=/Common/Full_webtop&webtop_t @  Q search ﬁ B ¥ @ 9 ‘ =

Welcome to F5 Networks

Network Access

e e e e e e e e o o 20
e b
M| Riken_isieeianay

This product is licensed from F5 Networks. © 1999-2014 F5 Networks. All rights reserved.
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@ Removing Client Components€p

3. Removing client components for Mac OS X 10.10

3. 1. Restart the system

Restart the system. This is necessary in order to release the file locked during

the process.

3. 2. Remove components

Open Terminal.

Go to Finder—>Applications—>Utilities—>Terminal

Note, once you have deleted the file it cannot be restored. Make sure to delete it
with caution.

*The space key will be shown as ., in the commands

Log in as a super user. Enter the super user password.

# su_, -

Run the following commands and change the current directory.

# cd_.” ¥Library¥Internet, Plug-Ins¥’

Run the following commands and delete the files. (This procedure is not necessary
if the files do not exist.)

# rm,_ —r_,” F5_,SSL. VPN_ Plugin.plugin”

# rm. -r. ,f5_sslvpn.bundle

# rm,_ —rf ,” F5_ Inspection, Host._ Plugin.plugin”

Run the following commands and change the current directory.
% xxxxxxx should show as your user name.

# cd_” ¥Users¥xxxxxx¥Library¥Internet. Plug—ins”

Run the following commands and delete the files. (This procedure is not necessary
if the files do not exist.)

# rm_,-r  Fb%
Run the following commands and change the current directory

# cd_ ¥private¥tmp¥

| == N
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Run the following commands

# 1s,  fb*
(This procedure is not

of 13 digits. Run the following command to delete it

necessary if the file does not exist. )

Run the following commands and change the current directory.

# cd_ ¥private¥var¥db¥receipts¥

Run the following commands
# rm_,—rf Fb%
Run the following commands and exit Terminal.

# exit

# exit

RRILIOHFOY 5T AR E4
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